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Abstract

This work presents the steps taken to design and implement a

passive, computational Ultra High Frequency (UHF) Radio Fre-

quency Identification (RFID) platform using vector backscatter

modulation to increase the data throughput on the reader-to-tag

communication link.

Passive UHF RFID represents an automated identification tech-

nology operating in the Industrial Scientific and Medical (ISM)

band between 860 MHZ and 960 MHZ. One such RFID system

consists of an interrogator (reader) and at least one wirelessly pow-

ered transponder (tag). The energy needed for the operation of

the tag is harvested from the incident electromagnetic wave. After

the reader has interrogated the tags, the reader radiated contin-

uous wave is used as the carrier for the tag-to-reader backscatter

communication. This technology uses antenna load modulation

to reflect a distinct part of the incident wave corresponding to

the transmitted data sequence. Due to recent advances in the

area of RFID, transponders are no longer used for identification

only. With the availability of low-power sensors and microcon-

troller units (MCUs), sensoric and computational capabilities have

been added to attract a wider field of applications. The additional

need of being able to backscatter the data collect by a sensor, or

computed by the MCU to the reader requires further advances

considering the backscatter communication link.

As part of this thesis we have presented a thorough study of State-

of-the-Art passive computational RFID. This theoretical and ex-

perimental investigation of the performance limitations, has fruited



in the identification of gaps considering the typically used impedance

measurement methodologies. Thus, we have proposed an alterna-

tive method for measuring the chip impedance of an UHF RFID

chip, as well as an alternative approach to measuring the reflected

harmonic power using a Digital Sampling Oscilloscope. As a re-

sult, the reflected harmonics at low input power levels could be ne-

glected when designing the presented modular passive UHF RFID

platform with easily exchangable modules. This research platform

facilitates the design process when developing novel UHF RFID so-

lutions. The further proposed passive computational UHF RFID

platform using backscatter communication represents a complete

RFID system consisting of a tag with the ability to transmit 2-

bits at a time and a Software Defined Radio reader being able to

demodulate the tag response.
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CHAPTER 1 Introduction

The following chapter provides a short introductory overview of the topics

investigated in this thesis. The motivational background, as well as current

trends in computational passive UHF RFID are presented. This section is fol-

lowed by the thesis statement, including the proposed hypothesis, the defined

objectives, and the achieved contributions. Subsequently this thesis’ structure

is presented, providing the reader with a continuous thread running through

all published manuscripts. Finally, a short introduction into the scientific re-

search articles written as part of this thesis is provided.
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1. INTRODUCTION

1.1 The Evolution of RFID
RFID: Enabling Industry 4.0 [1] and the Internet of Things (IoT) [2].

This technology, now being key to some of the most recent additions to mak-

ing the world a smarter place, has a long history [3]. As the fundamental

technology of RFID, reflective-power communication was first mentioned in

Harry Stockman’s 1948 landmark paper [4]. However, his statement, “Evi-

dently considerable research and development work has to be done before the

remaining basic problems in reflected-power communication are solved, and

before the field of useful applications is explored.”[4], has deemed to be true,

as, for the following twenty years, the research world was lacking progress

in this field. Given the development of the transistor, the Integrated Circuit

(IC) and many more inevitable inventions, the 1970s and 1980s were off to an

RFID boom.

The term RFID refers to all identification systems operating using radio fre-

quency communication. Such an RFID system typically consists of an inter-

rogator (reader) and at least one transponder (tag), where the reader refers to

a typically stationary base station and the responding tags, placed on objects,

are contactless and movable (see Figure 1.1). [5]

Host / Computer
RFID

reader

Antenna

Tag

Figure 1.1: Visualization of a typical RFID system.

Being designed for identification processes, the first major fields of deploy-

ment were asset tracking and factory automation. Until now, the areas where

RFID is deployed are continuously evolving. Everyday life, even though hardly

2



1.1 The Evolution of RFID

ever noticed, is packed with RFID applications ranging from automated toll

collection and access control to dispensing goods or boarding a plane. Yet,

being already considered mainstream in the 1990s, the evolution of RFID is

still in progress, and the technologies are being adapted to the emerging dis-

ciplines and needs [3].

An RFID tag can be powered by an external power source (active) or by har-

vesting the incident electromagnetic wave (passive). Improvements in passive

RFID and the development of improved ICs for energy harvesting have yielded

a technology being considered fully contactless [6]. Three further additions to

the area of passive RFID, apart from its traditional use in asset tracking, are:

� RFID sensing and computational RFID:

While RFID is commonly used to identify and track objects, Wireless

Sensor Network (WSN)s are typically used to collect data from their

sensor nodes. Recent additions to the IoT have seen a fusion of these

two disciplines, benefiting from the potentials and possibilities of either

of them. RFID sensing represents a subarea of RFID, where the de-

ployed RFID tag incorporates an external sensor. On the other hand, in

computational RFID systems an additional microcontroller is connected

to implement simple computational tasks. [7]

� RFID based localization:

Given the inherent localization problem of the Global Positioning Sys-

tem (GPS) in indoor scenarios, recent developments in the area of RFID

based indoor localization have widened the scope of this technology. [8]

� Chipless RFID:

The main drawback of RFID tags compared to its antecessor, the bar-

code, is the cost of the tag itself, which is mainly dictated by the price

of the deployed RFID chip. Chipless RFID, thus, is focused on getting

rid of the IC, by developing planar encoders. [9]

All these advances will not be the last additions to the growing field of

RFID research. Latest advances in material science and antenna design have

shown that biodegradable RFID [10] might just be the next stop on this path.

3



1. INTRODUCTION

1.2 Thesis Statement

RFID sensing and computational RFID represent emerging areas within the

field of RFID. As a result, the amount of data to be transmitted back to-

wards the reader is increasing, yielding the need for faster and more power-

ful backscatter communication architectures. Vector backscatter modulation,

referring to load modulation with a vector difference between the deployed

impedance states represents one promising solution. The following section

presents the statement of the hypothesis, the addressed objectives and the

achieved contributions.

1.2.1 Hypothesis

It is possible to design and develop an UHF RFID research platform using

vector backscatter modulation to increase the data throughput on the reader-

to-tag communication link.

1.2.2 Objectives

In order to validate the proposed hypothesis, the following objectives have

been identified.

Objective 1 To perform an analysis and review of the currently available

passive computational UHF RFID tags.

Objective 2 To study and investigate the methodologies used to charac-

terize the chip impedance seen by the tag antenna.

Objective 3 To design and develop a passive, computational UHF RFID

platform using vector backscatter modulation.

4



1.2 Thesis Statement

1.2.3 Contributions

The previously mentioned objectives have resulted in the following five con-

tributions.

Contribution 1 Analysis of the State of the Art in passive, computational

UHF RFID by performing an theoretical and experimental evaluation

of available passive, computational UHF RFID platforms.

Contribution 2 Development of an alternative procedure for measuring

the impedance of passive UHF RFID tags, by using a transmission line

transformer test fixture.

Contribution 3 Development of an alternative procedure for measuring

the reflection coefficient of passive UHF RFID tags at the frequencies up

to the third harmonic, by using a Digital Sampling Oscilloscope (DSO)

and a subsequent novel signal processing methodology.

Contribution 4 Design and implementation of a modular, passive, com-

putational UHF RFID platform with easily exchangable modules.

Contribution 5 Design and implementation of a passive, computational

UHF RFID tag using vector backscatter modulation.

1.2.4 Structure of the Thesis

Based on the hypothesis, objectives, and contributions mentioned in the pre-

vious section, the following part provides a continuous thread throughout the

latter chapter containing the scientific publications.

Firstly, a study of the State of the Art in computational, passive UHF

RFID has been performed. Three available platforms were studied both the-

oretically and experimentally to obtain thorough insight into the recent ad-

vances in this area. Having achieved publication of this first review as part of

the SpliTech 2019 Conference (Publication I), an invitation to extend the work

5



1. INTRODUCTION

Objective 1

State-of-the-Art

Objective 2

Impedance Measurement

Objective 3

UHF RFID platform

Publication I

Publication II

Publication IV

Publication III

Publication V

Publication VI

Publication VII

Figure 1.2: Vizusalization of the structure of this thesis.

and submit it to a special issue in the Transactions on Emerging Telecom-

munications Technologies Journal was pronounced. This extended version,

incorporates a total of five investigated platforms and presents a more com-

prehensive experimental section (Publication II). As a result, the problematic

behavior of the UHF RFID chip impedance due to the nonlinear character of

the rectifier section was identified as one of the main issues when designing

novel UHF RFID solutions. Thus, the next investigations focused on studying

the measurement and nonlinear behavior of the chip impedance. This process

has fruited in the publication of an alternative approach to measuring the

chip impedance based on a transmission line transformer (Publication III).

Furthermore, a methodology to study the backscattered harmonics using a

time domain reflection coefficient approach has been proposed (Publication

IV). Having obtained a more reliable method for measuring the impedance of

UHF RFID chips, and knowing, that the reflected power at the harmonic fre-

quencies can be neglected at low power levels, the further work relies on these

conclusions drawn from the previous investigations. All further achievements

are directly connected to the actual design and implementation process of the

passive, computational UHF RFID platform using vector backscatter modu-

lation. Firstly, the process of selecting impedance for achieving a Phase-shift

keying (PSK) load modulation constellation has been studied (Publication V).

6



1.2 Thesis Statement

Next, a passive, modular, computational UHF RFID research platform with

easily exchangable modules has been proposed to facilitate the development

process of novel UHF RFID solutions (Publication VI). The passive computa-

tional UHF RFID platform using vector backscatter modulation then presents

the fully functional, passive, computational UHF RFID platform using a dual-

gate Metal Oxide Semiconductor Field Effect Transistor (MOSFET) as the

quaternary modulator to achieve a multi-state backscattering (Publication

VII). The corresponding Software Defined Radio (SDR) reader is able to de-

modulate and decode the received response, yielding an overall shortened re-

sponse time. Figure 1.2 shows a visualization of the thesis’ structure and the

assignment of the publications to the different research objectives.

7



1. INTRODUCTION

1.3 Publications

This thesis represents a compilation of 7 published research articles. The

following list presents the mentioned manuscripts with their corresponding

reference and relates its content to one of the defined research objectives.

Publication I

”A theoretical and experimental study of passive computational RFID tags” in-

vestigates the RF front-end of 3 State-of-the-Art passive computational RFID

tags: AMS SL900a Dev Kit, Farsens Spider Eval, WISP 5.1. Given a module-

based approach, the antenna, the power matching, the power harvesting, and

the load modulation are reviewed both theoretically and experimentally.

This publication is linked to Objective 1.

F. Muralter, L. Arjona, H. Landaluce and A. Perallos, “A theoretical
and experimental study of passive computational RFID tags,” in 2019
4th International Conference on Smart and Sustainable Technologies
(SpliTech), pp. 1-5, 2019.

Publication II

This paper with the same title as publication 1 represents the extension of

the above-mentioned paper presented at the SpliTech 2019 conference. The

extended version incorporates an expanded theoretical study, adding further

research platforms, and an enlarged experimental section.

This publication is linked to Objective 1.

F. Muralter, L. Arjona, H. Landaluce and A. Perallos, “A theoretical
and experimental study of passive computational RFID tags,” Trans-
actions on Emerging Telecommunications Technologies, vol. 31, no. 12,
2020.

8



1.3 Publications

Publication III

”UHF RFID chip impedance and sensitivity measurement using a transmis-

sion line transformer” describes a simplified procedure for measuring the

impedance of an UHF RFID chip and finding its turnon-point.

This publication is linked to Objective 2.

F. Muralter, M. Hani, H. Landaluce, A. Perallos and E. Biebl, “UHF
RFID chip impedance and sensitivity measurement using a transmission
line transformer,” in IEEE International Conference on RFID (IEEE
RFID 2021), 2021.

Publication IV

”Harmonic Voltage Reflection Analysis of UHF RFID chips” presents a mea-

surement platform for the harmonic characterization of UHF RFID chips. The

measurement of the incident and reflected wave at the RFID chip terminals

is performed using a digital sampling oscilloscope.

This publication is linked to Objective 2.

F. Muralter, M. Hani, H. Landaluce, A. Perallos and E. Biebl, “Har-
monic Voltage Reflection Analysis of UHF RFID chips,” IEEE Trans-
actions on Instrumentation and Measurement, vol. 70, pp. 1–7, 2020.

Publication V

”Selecting impedance states in a passive computational RFID tag backscatter-

ing in PSK” proposes a methodology to carefully select the impedance states

of a backscatter phase-shift keying (PSK) load modulator in a passive com-

putational UHF RFID tag.

This publication is linked to Objectives 2 and 3.

9



1. INTRODUCTION

F. Muralter, R. Del-Rio-Ruiz, H. Landaluce and A. Perallos, “Selecting
impedance states in a passive computational RFID tag backscattering
in PSK,” IEEE Microwave and Wireless Components Letters, vol. 29,
no. 10, pp. 680–682, 2019.

Publication VI

”A Fully Customizable RFID Research Platform with Exchangeable Modules”

presents the design and implementation of a passive, modular, computational

UHF RFID research platform. The incorporated tag can be subdivided into

a number of modules (e.g., Modulator, Rectifier, etc.), which have been sep-

arated and optimized for easy connectability using sub-miniature A (SMA)

connectors and standard jumper wires.

This publication is linked to Objective 3.

F. Muralter, L. Arjona, H. Landaluce and A. Perallos, “A Fully Cus-
tomizable RFID Research Platform with Exchangeable Modules,” IEEE
Sensors Journal, 2021.

Publication VII

”A passive computational UHF RFID platform using vector backscatter mod-

ulation” presents the design and implementation of a passive, computational

UHF RFID platform with quaternary backscattering capabilities.

This publication is linked to Objective 3.

F. Muralter, L. Arjona, H. Landaluce and A. Perallos, “A passive com-
putational UHF RFID platform using vector backscatter modulation,”
IEEE Sensors Journal, 2021.
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CHAPTER 2 Fundamentals

The following chapter introduces the basics and fundamentals necessary

and relevant to understanding the scientific work presented in the latter chap-

ters of this thesis. First, Reflection Coefficient Analysis, Backscatter Com-

munication, and the Friis Equation, which are common RF engineering topics

and their relation to RFID technology, are introduced. The following section

about RFID identifies this thesis’ position within the area of RFID. Subse-

quently, a concise State of the Art in passive computational UHF RFID is

presented.
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2. FUNDAMENTALS

2.1 Reflection Coefficient Analysis

S-parameters describe the response of an N-port network to signals applied to

any of its ports. The first number in the subscript refers to the responding

port, while the second number indicates the incident port. [1]

Source Transmission
Line

Load

US

z=0 z=L

UL

ZS

ZL

a(z)

b(z)

L, ZW IA

Figure 2.1: Transmission Line fed by a Source and terminated by a Load.

Given a 1-port device, the only existing S-parameter would be S11 referred

to also as the reflection coefficient Γ with alternative symbols being r, ρ. This

key term of transmission line theory can be derived from the voltage and

current waves a(z) and b(z) (see Figure 2.1) traveling in opposite directions

on the transmission line at point z [2]:

U(z) = Up(z) + Ur(z) =
√
ZW [a(z) + b(z)], (2.1)

I(z) = Ip(z) + Ir(z) =
1√
ZW

[a(z)− b(z)], (2.2)

where U(z) and I(z) represent the superposition of the forward propa-

gating waves Up, Ip and the reflected waves Ur, Ir. ZW stands for the wave

impedance. At the load z = L with impedance ZL, the relation of voltage and

current is given as [3]

ZL =
U(L)

I(L)
. (2.3)
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2.1 Reflection Coefficient Analysis

Substituting U(L) and I(L) using Equations 2.1 and 2.2 results in the follow-

ing relation:

ZL =

√
ZW [a(z) + b(z)]
1√
ZW

[a(z)− b(z)]
, (2.4)

which by rearranging the formula yields

b(L)

a(L)
=
ZL − ZW
ZL + ZW

. (2.5)

With the reflection coefficient Γ defined as the ratio of the reflected to the

incident wave, Γ can be calculated as

Γ =
ZL − ZW
ZL + ZW

, (2.6)

depending on both the load impedance ZL and the wave impedance ZW .

2.1.1 Reflection Coefficient in RFID

Considering a typical RFID tag, consisting of an antenna and an RFID chip

results in a system similar to the one presented in Figure 2.1. The part missing

between the terminals of the source and the load is the transmission line, thus,

yielding a direct connection of two complex impedances.

Antenna Chip

UA

ZA

ZC

Figure 2.2: Equivalent circuit of a receiving RFID tag.

The equivalent circuit representing an RFID tag in the receiving mode is

shown in Figure 2.2 and results in a voltage reflection coefficient of

15



2. FUNDAMENTALS

Γ =
ZC − ZA
ZC + ZA

. (2.7)

To allow for a maximum power transfer, Γ has to be minimized. According

to the maximum power theorem this is achieved by designing the antenna to

have an impedance of ZA = Z∗C , with ZA and ZC denoting the antenna and

RFID chip impedance, respectively. Another option is to design a suitable

impedance matching network and connecting it between antenna and chip.

Due to size and fabrication constraints, commercial RFID tags usually use

impedance matched antenna designs.

Im

Re

|s|2 = 1
y

r|s|2 = const

|s|2 = 0

RC + j(XC +XA)

RA

Figure 2.3: Visualization of the method proposed in [5] (with permission).

The Smith chart [4] represents a visual tool for designing impedance match-

ing networks. This approach is typically used to match a complex load to a

solely resistive transmission line. The process involves a normalization of

the diagram to the real wave impedance, making it cumbersome to design a
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2.1 Reflection Coefficient Analysis

matching network to interconnect two devices with complex impedances. In

[5], a method to deploy the adapted Smith chart matching approach presented

in [6] to RFID tag design and allowing the extraction of the power reflection

coefficient |Γ|2 from the Smith chart.

Figure 2.3 shows a visualization of the method proposed in [5]. By normal-

izing the Smith chart with the real part of the antenna impedance <{ZA}
the contours of constant reactance become contours of modified reactance

XC + XA. Concentric circles represent contours of constant power reflection.

Thus, the minimum of a plotted trace of Γ as a function of frequency can

easily be distinguished by finding the data point closest to the center of the

Smith chart.
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2.2 Backscatter Communication

Backscatter communication, first referred to as Communication by Means of

Reflected Power [7], is a communication technology reflecting or backscatter-

ing a controlled part of an incident Electromagnetic (EM) wave to transmit

data [8]. The antenna scattering theorem [9] represents the physical foun-

dation to this technology. An antenna, if illuminated by an incident wave

scatters EM energy corresponding to two different scattering modes. Thus,

the backscattered field ESCAT(ZL) can be described as a superposition of both

structural and load dependent scattering as [10]:

ESCAT(ZL) = EREF
SCAT + ΓMODIREFERAD, (2.8)

with

ΓMOD =
ZL − Z∗A
ZL + ZA

, (2.9)

where IREF is the terminal current when the antenna is conjugate-matched

and ERAD stands for the field radiated by the scattering antenna considering

a unit current source. ΓMOD is a modified version of the voltage reflection

coefficient presented in Equation 2.7. For a real valued ZA, ΓMOD reduces to

its typical form. By refactoring Equation 2.8

ESCAT(ZL) = IREFERAD(A− ΓMOD), (2.10)

with

A =
EREF

SCAT

IREFERAD

. (2.11)

A is a complex, load-independent coefficient related to the geometrical and

EM material characteristics of the used antenna design.

2.2.1 Backscatter Communication in RFID

Considering a typical thin dipole antenna as commonly used in UHF RFID

tags, Equation 2.10 further reduces to

ESCAT(ZL) = IREFERAD(1− ΓMOD), (2.12)
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2.2 Backscatter Communication

as A = 1 yields a reasonable approximation [11].

A modulation of the backscattered field is then achieved by changing the

impedance (load) at the terminals of the tag antenna, yielding the commonly

used backscatter load modulation. With the antenna impedance not depend-

ing on the chip impedance connected to its ports, the modified reflection

coefficient ΓMOD is, thus, changed corresponding to the data sequence trans-

mitted towards the reader.

ZL,1

ZL,2

incident EM wave

backscattered wave

ZL,2
ZL,1 ZL,1 ZL,2

Antenna

Figure 2.4: Visualization of backscatter load modulated communication.

To achieve a maximum power transfer to the chip circuitry during reader-

to-tag communication, the first load impedance ZL,1 is often named the ab-

sorbing state, as it is designed to be conjugate matched to the tag antenna

impedance. The second load modulation state corresponding to ZL,2 is then

selected to manage a trade-off between power harvesting efficiency during tag-

to-reader (uplink) communication and a high modulation depth. Considering

this explanation the impedance state ZL,1 corresponds to a logic LOW (min-

imum power reflected) and ZL,2 a logic HIGH received by the reader.
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2.3 Friis Equation

The Friis equation [12] represents a simple transmission formula for radio com-

munication environments consisting of a transmitting and a receiving antenna.

Considering free space propagation the power at the terminals of the receiving

antenna PR can be calculated as:

PR = PT
ARAT
d2λ2

, (2.13)

where PT denotes the power fed to the terminals of the transmitting an-

tenna, and AR and AT refers to the apertures (effective areas) of the receiving

and transmitting antennas, respectively. λ denotes the free space wavelength

and d represents the distance between the two considered antennas.

The aperture A of an antenna is defined as the ratio of the power available at

the terminals of a receive antenna to the power flux density of a polarization-

matched plane wave incident on the antenna from the same direction [13]. A

is related to the antenna gain as

G =
A

AISO

, (2.14)

with the aperture of an isotropic antenna being

AISO =
λ2

4π
. (2.15)

Thus, substituting the antenna apertures AR and AT in Equation 2.13 by

the corresponding gain parameters GR and GT yields the version of the Friis

equation most commonly used in communications engineering:

PR = PTGTGR

(
λ

4πd

)2

(2.16)

2.3.1 Read Range Evaluation in UHF RFID

UHF RFID is considered a long-range automatic identification technology [14].

Thus, the maximum distance at which a tag can be identified by a reader, the

so-called read range represents one of the most important tag performance
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2.3 Friis Equation

characteristic. Both the reader sensitivity Pth,R and the chip sensitivity Pth,C

can be the limiting factor. However, in passive UHF RFID the read range

is typically restricted by the tag’s sensitivity influenced by the chip sensi-

tivity and the impedance matching factor between the tag antenna and the

RFID chip. As an RFID system refers to a radio communication environment

consisting of two antennas, the Friis equation deems very useful for the es-

timation and evaluation of the read range rmax in a laboratory environment [5]:

rmax =
λ

4π

√
PT GT GR PLF τ

Pth,C

, (2.17)

with

τ = |1 + Γ|2, (2.18)

where τ represents the power transmission coefficient which is related to the

tag’s impedance matching. PLF denotes the polarization loss factor which

considering a circularly polarized reader antenna and a linearly polarized tag

antenna is PLF = 0.5.

RFID
tag

RFID

reader

to host

d,PLF

coaxial cable

GR

PR EIRP

PR · L

GT

Pth

τ

Figure 2.5: Visualization of the methodology used for measuring the read

range of a UHF RFID tag.

This theoretical estimation can further be evaluated experimentally using

an experimentation setup as sketched in Figure 2.5. The investigated tag is

placed at a defined distance d from the reader antenna with gain GT . Using a

stepped transmit power, the minimum power Pmin required for communication

is evaluated. Given an Effective Isotropic Radiated Power (EIRP), which
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typically is considered the maximum value allowed by local standards, the

maximum read range can be computed using [5]

r =

√
EIRP

Pmin LGT

, (2.19)

where L represents the losses introduced by the cable between the reader

and the reader antenna.
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2.4 Radio Frequency Identification

2.4 Radio Frequency Identification

The following section tries to give a presentation of the research area of RFID.

The methodology used for this purpose is visualized by the tree diagram shown

in Figure 2.6.

RFID

UHF

ETSI

Reader

Commercial SDR

Tag

active backscatter

semi-passive passive

ID Sensor computational

MCU for calculation EPC in MCU

FCC ...

HF LF

¨

Figure 2.6: Tree Diagram of the research area of RFID

Starting from a very global perspective of RFID, the description follows a

continuous path to, in the end, localize the position of this thesis within the

field of RFID. RFID is first divided according to the operational frequency
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band (UHF). Considering the usage of the platform mainly in Europe, it has

to comply with the European Telecommunications Standards Institute (ETSI)

regulations. Any RFID platform consists of at least one reader and a minimum

of one tag. The focus on one of these topics further narrows the research

area. Tags can be separated according to their power source (e.g., passive).

These passive RFID tags are further subdivided by their functionality (e.g.,

computational), where some of the computational tags yield the possibility to

adapt the communication protocol as it is firmware implemented (e.g. EPC

in MCU). This general section on the research area of RFID is followed by a

short review of the State of the Art in passive computational RFID.

Radio Waves Microwaves Infrared Ultraviolet X-rays

103 1 10−3 10−6 10−9 10−12

103 106 109 1012 1015 1018 1021

30kHz 300kHz 30GHz 300GHz 3THz

VLF LF MF HF VHF UHF SHF EHF

3GHz30MHz 300MHz3MHz
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Figure 2.7: Used RFID frequency bands

2.4.1 UHF RFID

The Frequency f is a common characteristic to classify radio communication

systems. As shown in Figure 2.7, the radio spectrum only forms a small part

of the wide band of electromagnetic waves. Within this approximate range

from 10 kHz to 3000 GHz, narrower frequency bands are named according to

their frequency (Very Low Frequency (VLF), Low Frequency (LF), ...). Only
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2.4 Radio Frequency Identification

certain frequency bands within this range are accepted and/or authorized

by national and international regulatory bodies for RFID applications [15].

Where LF and High Frequency (HF) RFID is typically using inductive cou-

pling (near-field) between the reader and the tag, RFID systems in higher

frequency band (UHF and Super High Frequency (SHF)) use electromagnetic

coupling (far-field), thus, allowing for a longer read range at higher frequen-

cies. [14]

The further part of this thesis is focussed on UHF RFID using frequencies

in the Industrial Scientific and Medical (ISM) band between 860 MHz and

960 MHz. Within this range, regional regulatory authorities specify the au-

thorized frequency bands and maximum limits of radiated power, commonly

stated as EIRP. Figure 2.8 shows a visualization of the authorized UHF RFID

frequency bands assigned to different regions of the world [16].

USA: 902-928MHz

Mexico: 915MHz

South America: 915MHz

South Africa: 902-928MHz

Singapore: 866-869MHz
923-925MHz

Australia: 918-926MHz

New Zealand: 865-868MHz

Europe: 865-868MHz

China: 866-870MHz
940-943MHz

Japan: 950-956MHz

Korea: 908.5-914MHz

Taiwan: 922-928MHz

Figure 2.8: Authorized UHF RFID frequency bands by region

The two frequency bands most relevant to the latter part of this work, will

be referred to by their standardization organization: The European 865 MHz-

868 MHz band as ETSI and the Northern American 902 MHz-928 MHz band

as Federal Communications Commission (FCC).
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2.4.2 EPC Class 1 Generation 2

To allow for the compatibility of different RFID systems, communication pro-

tocols define the physical and logical requirements of an RFID system operat-

ing in a certain frequency band with a given power source. Table 2.1 shows a

collection of available communication protocols and their assigned operation

scenario.

Table 2.1: Available communication protocols for certain frequency bands and

power sources [16].

Power Frequency

Source 124/134 kHz 13.56 MHz 860-960 MHz 2.4 GHz

passive ISO 11784/5 ISO 14443 ISO 18000-6A, B, C ISO 18000-4

ISO 14223 ISO 15693 EPC Class 0, Class 1 Intellitag

ISO 18000-2 ISO 18000-3 AAR S918 Mu-chip

semi-passive California Title 21 ISO 1800-4

EZ Pass Alien BAP

AR S918

active Rubee ANSI 371.1

ISO 18000-4

The Electronic Product Code (EPC) Class 1 Generation 2 “defines the

physical and logical requirements for a passive-backscatter, Interrogator-talks-

first (ITF), radio-frequency identification (RFID) system operating in the

860 MHz-960 MHz frequency range.”[17] The further part of this section pro-

vides a short description of the parts of the EPC Class 1 Generation 2 (EPC-

C1G2) communications protocol most relevant to the remainder of this thesis.

Interrogator-to-Tag (R→T) communications

The reader interrogates one or more tags by transmitting a modulated RF

signal using a DSB-ASK, SSB-ASK, or PR-ASK modulation format with PIE

encoding. Figure 2.9 shows the corresponding PIE symbols, where a Tari is

the reference time interval for the downlink (R→T) signaling, and is defined
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2.4 Radio Frequency Identification

as the duration of a data-0. Tari values in the range of 6.25µs to 25µs are

EPC-C1G2 compliant.

1.5 Tari < data-1 < 2.0 Tari

data-0

data-1

Tari 0.5 Tari < x < Tari

Figure 2.9: Baseband PIE symbols in R→T communication.

An interrogator command shall always begin with either a preamble or a

frame-sync. A preamble is used for the Query command and refers to the

start of an inventory round, where all other commands are prepended with

a frame-sync, which is identical to a preamble, minus the TRcal symbol (see

Figure 2.10).

Preamble

Frame-Sync

12.5µs 2.5 Tari<RTcal<3.0 TariTari 1.1 RTcal<TRcal<3.0 RTcal

delimiter data-0 RTcal TRcal

Figure 2.10: Prepended data sequences for R→T signaling.

Tag-to-Interrogator (T→R) communications

A tag responds to an interrogator command using backscatter communication

as described in section 2.2.1, where the tag selects the modulation format and

the interrogator choses both the encoding and the data rate by means of

the Query command. The uplink (T→R) shall use either ASK and/or PSK
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modulation encoding the data as FM0 or Miller. An encoding type specific

preamble is prepended to every T→R message transmitted by the tag. To

ensure the validity of certain R→T and T→R commands a Cyclic-redundancy

Check (CRC) is used.

Inventory Round

An inventory round is “the period initiated by a Query command and ter-

minated by either a subsequent Query command (which also starts a new

inventory round) or a Select command. [...] The inventory command set

includes Query, QueryAdjust, QueryRep, ACK, and NAK.”[17] Assuming a

single tag reply, the inventory round is visualized in Figure 2.11 and proceeds

as follows:

Interrogator

Tag

Ack

RN16 PC/XPC+EPC

T1 T2 T1 T2

Query CW CW NAK; QueryRep; ReqRN, ...

Figure 2.11: Visualization of inventory round timing for a single tag reply.

(1) The reader opens the inventory round by transmitting a Query com-

mand, followed by a Continuous Wave (CW) to allow backscatter com-

munication.

(2) The tag backscatters an RN16 as a response to the received and decoded

Query command.

(3) The interrogator then acknowledges the transponder with an ACK mes-

sage containing this same RN16.

(4) The acknowledged Tag transitions to the acknowledged state, backscat-

tering its Protocol Control (PC)/Extended Protocol Control (XPC) and

EPC.
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2.4 Radio Frequency Identification

(5) Depending on the received response the reader then issues a QueryAd-

just or QueryRep, causing the identified tag to invert its flag and tran-

sition to ready, potentially causing another tag to enter the inventory

round, jumping back to step (2).

The time parameters relevant when designing and developing interrogators

and transponders, partly shown in Figure 2.11 are described as follows:

T1 Time between the end of the interrogator transmission and the corre-

sponding tag response.

T2 Interrogator response time, measured from the end of the last bit of the

tag response to the first falling edge of the next interrogator transmis-

sion.

T3 Time an interrogator waits, after T1, before it issues another command.

T4 Minimum time between interrogator commands.

Read Command

The Read command belongs to the set of Access commands and, in combi-

nation with the Req RN command allows to request data from a specified

register of the RFID chip, after having received its PC and EPC. The corre-

sponding command sequence is visualized in Table 2.2. The Read command

transmitted by the reader, thus, specifies both the number of words to read

(Word-Count), the starting address pointer (Word-Pointer) and the memory

bank to read from (Memory-Bank).
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Table 2.2: Set of commands necessary for an RFID data read.

Req RN Handle Read Data

# bits description # bits description # bits description # bits description

8 1100 0001 16 Handle 8 1100 0010 1 0

16 prior RN16 16 CRC-16 2 Memory-Bank Var Data

16 CRC-16 EBV Word-Pointer 16 Handle

8 Word-Count 16 CRC-16

16 Handle

16 CRC-16

2.4.3 Power sources of RFID tags

RFID tags can further be separated according to their power source. Fig-

ure 2.12 shows a comparison of the three different types of power sources used

in UHF RFID tags.

Active

Active RFID tags use a power supply to provide sufficient energy to the RFID

chip and incorporate an active transmitter to respond to the messages received

from the reader. (e.g., Nordic Semiconductor nRF52832 [18]) [19]

Semi-passive

Semi-passive RFID tags also use backscattering to communicate with the in-

terrogator but are provided with an external (e.g., battery) power source as

the power supply. Most of these chips can be used passively, but an exter-

nal power source can be connected to extend their read range. (e.g., Impinj

Monza-8k [8], Farsens Rocky100 [20]) [19]

Passive

Passive RFID tags typically consist of an antenna and the RFID chip. The

tag-to-reader communication is achieved by backscattering a certain part of
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passive

RFID
tagRFID

reader

to host
power for tag and radio

backscattered signal

semi-passive

RFID
tagRFID

reader

to host
power for radio

backscattered signal

active

RFID
tagRFID

reader

to host

transmitted signal

power for tag

power for tag and radio

Figure 2.12: RFID tag classification due to power sources during uplink com-

munication.

the incident electromagnetic wave using load modulation at the antenna ter-

minals. The energy needed for the RFID chip to operate is harvested from the

incident electromagnetic wave. (e.g., NXP Ucode 8 [21], Impinj M700 Series

[22]) [19]

The typical architecture of a passive RFID tag is shown in Figure 2.13,

where the tasks performed by the modules presented in the block chart are as

follows:

� Antenna: The tag antenna is used to transform the electromagnetic

waves emitted by the reader into electric waves. Due to the influence
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Modulator Rectifier
Energy

Harvester

Demodulator

Communication

Logic

(Protocol)

Antenna

TX

RX

VCC

Matching

Network

Figure 2.13: Passive RFID tag architecture

of the antenna impedance on the reflection coefficient Γ, it influences

both the backscattered signal strength, as well as the energy harvesting

performance of the tag.

� Matching Network (optional): A matching network is mainly used in

computational RFID and RFID sensing. Due to size restrictions in

commercial RFID tags, the matching network is typically omitted by

using a conjugate-matched antenna design.

� Modulator: The load modulator represents the main part of the uplink

communication. Typically, a MOSFET is used to short the antenna

terminals creating a deliberate mismatch.

� Rectifier: The UHF radio wave incident at the tag is rectified by the

rectifier section, typically consisting of a Schottky diode circuitry. Part

of the rectified Direct Current (DC) voltage is then fed to the energy

harvester to power the chip, where the rest is used to demodulate the

reader’s incoming message.

� Energy Harvester: The energy harvester section provides the circuitry

incorporating the communication protocol with the operating power.

This is achieved, by stepping up the DC voltage output from the rectifier

section to the voltage needed to power the rest of the tag.

� Demodulator: The demodulation of the incident reader message is typ-

ically achieved using an envelope detector, followed by a comparator
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to obtain a digital logic signal at the input of the section hosting the

protocol layer.

� Communication Logic (Protocol): A communication standard (e.g., EPC-

C1G2) is then used to decode and process the protocol compliant com-

mand to backscatter the requested response.
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2.4.4 Computational and Sensor RFID

In recent years, the field of RFID communications, intentionally developed

for identification purposes only, has been expanded to providing sensoric and

computational capabilities [23]. Due to the increased efficiency of Radio Fre-

quency (RF) energy harvesters, their output power can now be sufficient for

the operation of an external low power sensor and/or microcontroller.

Sensor RFID

Sensor RFID can be further separated into two types of sensing [24]:

• Analog RFID sensing: These implementations use device specific

backscattering characteristics to obtain information about the sensor’s

environment. Sensitive coatings are used to further alter the backscatter

response to obtain information about the desired parameter [25]

• Digital RFID sensing: These systems perform sensing tasks by using

external low power sensors to write data to the internal memory via

a standard communication protocol (e.g., I2C, SPI, ...). Examples for

RFID chips allowing the incorporation of external sensors are: Impinj

Monza X-8k Dura [26], Farsens Rocky100 [20].

Computational RFID

Computational RFID refers to a niche within the area of RFID, where the tags

provide computational power to solve simple calculations. This behaviour is

mainly achieved by using an external Microcontroller Unit (MCU) to perform

the computation task and store the information in the intrinsic memory of

the RFID chip to be then read by the reader using the previously explained

EPC-C1G2 Read command (e.g., Farsens Medusa [27]).

Further flexibility is achieved by research platforms, where the communication

protocol is also implemented in the MCU. Thus, the communication logic can

be adapted easily to allow for the development of novel approaches in the

protocol layer. [23; 28]
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Abstract—Passive computational RFID tags have in recent
years created a new perspective of usability in the area of
RFID. Researchers profit from the possibility to perform a
closer investigation of communication characteristics such as
the protocols by adapting the digital, logic communication unit.
In industry, the possibility of performing simple computational
tasks allows computational RFID tags to be used in wireless
sensor networks, with the addition of being battery-free. This
work investigates the RF front-end of 3 state-of-the-art passive
computational RFID tags: AMS SL900a Dev Kit, Farsens Spider
Eval, WISP 5.1. Given a module-based approach, the antenna, the
power matching, the power harvesting and the load modulation
are reviewed both theoretically and experimentally. The influence
of certain properties, assigned to a specific module, on the overall
performance is evaluated using a tag read range measurement.

Index Terms—computational radio frequency identification
(CRFID), power reflection, tags

I. INTRODUCTION

Ultra-high-frequency (UHF) radio frequency identification
(RFID) is an automatic identification technology operating
in the industrial, scientific and medical (ISM) radio bands
at 865-868 MHz (ETSI - Europe) and 902-928 MHz (FCC
- Northern America) [1]. A RFID system typically includes
an interrogator (reader) and a transponder (tag). Such a tag
consists of an antenna and a chip, which executes the imple-
mented identification task. RFID tags can be subdivided into
three categories: (1) passive (battery-free), (2) semi-passive
(battery-assisted) and (3) active (with battery). A passive RFID
tag does not only receive the data stream via the reader-
radiated RF field, it also harvests the energy to operate from
the incident wave. The technology used for the uplink (tag to
reader) communication is based on the backscattering theorem
[2]. While the reader is transmitting a continuous wave, the
complex impedance between the terminals of the tag antenna
is switched in a determined way, such that a load modulated
signal is back-scattered to the receiving antenna of the reader.
In recent years, a new discipline within the area of UHF
RFID has evolved. Computational passive RFID tags yield
the possibility to execute simple computational tasks on a
passively powered tag. Thus, they present a tool for researchers
to closer investigate the implemented protocol and on the other
hand offer the possibility of sensing in hardly accessible places

Fig. 1. Investigated passive computational RFID tags: Farsens Spider (top),
AMS SL900A (mid), Wisp 5.1 (bottom)

[3].
This work presents a contemporary study of three state-of-the-
art passive computational RFID tags (Fig. 1):

• WISP 5.1: The Wireless Identification and Sensing Plat-
form (WISP) is a passive computational RFID tag, first
presented in [3] and investigated in its updated version
5.1 [4].

• Farsens Spider: The EVAL01-Spider-R by Farsens is a
development board for the Rocky100 UHF RFID chip
by Farsens [5]

• AMS SL900A Demo Kit: This device represents an
evaluation tool for the implemented SL900A smart EPC
Gen 2 sensor tag IC [6]

The investigated tags all yield the possibility of extending their
functionality with external low-power sensors. The WISP 5.1
incorporates a micro-controller to execute the communication
protocol, which by the other tags is done by a not accessible
state logic. This additional feature allows to easily modify the
implemented protocol and the structure of communication.
This work uses a module-based methodology to investigate
and compare the RF frontend of the mentioned tags. Fig. 2
shows a block diagram, presenting the different sections of a
typical passive computational RFID tag. The modules, which
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are part of the RF frontend - antenna, matching network,
energy harvester, load modulation - are separately examined
and its influence on the overall performance is reviewed. The
presented study can serve as a useful tool for researchers to
more thoroughly understand the behavior of computational
RFID (CRFID) tags and thus, for developing new improved
CRFID concepts.

II. THEORETICAL STUDY

The tag read range is considered the most significant RFID
tag characteristic [7]. According to [8] the maximum read
range rmax for a free-space environment can be calculated
using the Friis equation

rmax =
λ

4π

√
Pt ·Gt · PLF ·Gr · (1− |s|2)

Pth
(1)

with

|s|2 =

∣∣∣∣
ZC − Z∗

A

ZC + ZA

∣∣∣∣
2

(2)

where
• Pt - transmitted power
• Gt - gain of transmit antenna
• PLF - polarization loss factor
• Gr - gain of receiving antenna
• λ - wavelength
• |s|2 - power reflection coefficient
• r - distance between reader and tag antenna
• ZA - complex antenna impedance
• ZC - complex chip impedance
• Pth - power threshold (chip)

Given (1), the occuring variables can be assigned to the
different modules of a RFID system presented in Fig. 2 and
thus, their influence on the performance characterstic, tag read
range, can be evaluated separately.

A. Antenna

The tag antenna represents the first component interacting
with the incident RF signal. RFID tag antennas have been
discussed in a large number of publications (e.g. [8]–[10]).
Considering the antenna design for a passive computational
RFID tag, a half-wave dipole is the most common example.
For a half-wave dipole, which represents a linear polarized

antenna in the field of an often circular polarized reader an-
tenna, the polarization mismatch has to be taken into account.
The polarization loss factor given the mentioned scenario
is PLF = 3dB. Another antenna property, that is directly
influencing the value of rmax is its gain Gr. The antenna
gain is a measure of the directivity and the efficiency of
an antenna compared to an isotropic antenna. For a half-
wave dipole the gain is considered to be Gr = 2.15dBi and
constant in the investigated frequency range. A further reason
for typically choosing half-wave dipoles is their resistance,
which at resonance is considered to be RA = 73 Ω. Above
its resonant frequency, the antenna impedance is inductive,
which allows an easier conjugate matching to the capacitive
chip impedance Z∗

A = ZC . The half-wavelength, which is
typically considered a starting-point for the antenna design is
λ/2 ∼ 0.16m for the UHF band.

B. Matching Network

The power reflection coefficient |s|2 from (2) is a mea-
sure for the impedance match between the complex antenna
impedance ZA and the complex chip impedance ZC [11].
Considering all other variables in (1) slowly varying with
frequency, the power reflection coefficient, and thus the power
matching between the antenna and the chip, represents the
main contribution to the change of the read range as a function
of the frequency [12]. Figure 3 shows the decrease of the
maximum read range rmax with the increase of the power
reflection coefficient |s|2. To assure a good matching, either
a separate matching network is designed, or as typical in
standard RFID tags, the antenna design is adapted, such that it
matches the complex impedance of the built chip. This second
concept decreases the losses created by a separate matching
network and hence, increases the performance.
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Fig. 3. Read ranges rmax as a function of the power reflection coefficient
|s|2 for 3 different values of Pth



C. Power Harvester

The RF harvesting unit is designed to provide the needed
voltage for operation to the digital circuitry and sensors
[13]. This module typically consists of (1) RF-DC converter,
(2) a step-up converter and (3) a voltage regulator. The
input impedance of the energy harvesting unit commonly
presents the main part of the chip impedance and thus is the
impedance to be matched to the antenna [10].
Depending on the current needed for the operation of the
tag, different storage capacitors are included to assure a
continuous power supply for the duration of one operation
cycle.
Considering the three investigated tags, the power harvesting
unit is not accessible, except for the WISP, where it consists
of a Greinacher Voltage Doubler, a Boost-Charge-Pump-IC
and a voltage regulator.
The harvester-parameter present in (1) is the threshold power
Pth. This value represents the minimum power that is need
for the RFID chip to start operating. With a sensitivity of
Pth = −14dBm, the Farsens tag outperforms the AMS by
7 dB, which results in a significantly higher theoretical read
range maximum.

D. Load modulation

Load modulation represents the modulation scheme for
backscatter RFID communications. The impedance seen by the
antenna terminals is switched between determined states, such
that an amplitude shift keying (ASK) or phase shift keying
(PSK) signal is back-scattered. The choice of the modulation
format depends on several aspects, but according to [10],
using PSK results in an increased performance. With PSK
communication [14] it is possible to achieve a constant power
transfer between the antenna and the chip. As the impedance
states can be selected in a way, that they yield the same power
reflection coefficient |s|2.
For a RFID system backscattering ASK, the most common
method to choose the impedance states is to create a near
perfect conjugate match for the main state, and switch to a
deliberate mismatch for the opposing transmission bit. Given
this method, the initial state represents a maximum of the
power transfer from antenna to tag.
The power reflection coefficient on the one hand can be
used to describe the power available at the chip, but on the
other hand can also be used to represent the amplitude of
the backscattered signal. Thus, a trade-off between power
transmission to the chip and backscatter amplitude has to be
considered, as we discussed in [14].

III. EXPERIMENTATION

A. Antenna

To evaluate the antenna performance and characteristics, the
designed antennas of the three tags were simulated using CST
Microwave Studio. Additionally, the antennas included in the
tags were rebuilt on a separate PCB without the RFID chip.
The antennas were matched to a 50Ω 1:1 Balun connected
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Fig. 4. S11 of the simulated and measured tag antennas

to a 50Ω SMA connector. The data obtained using a Vector
Network Analyzer (VNA) in comparison to the simulated
results is shown in Fig. 4. The obtained deviations are expected
to be due to a not perfect matching network using a L-network
consisting of lumped elements. Furthermore, the results from
the simulation are considering the exact dimensions and prop-
erties stated in the data sheets, whereas the measured antennas
were all rebuilt using the same PCB and copper thickness.
All three antennas are resonant at a frequency, that lies
between the defined North American and the European fre-
quency bands. Thus, the complex antenna impedance ZA is
capacitive for the European band and inductive for the North
American band. which has to be considered for the design of
the impedance matching network. The AMS antenna shows
the largest bandwidth, which considering the influence of the
antenna impedance ZA on the read range, results in a more
constant maximum read range for the investigated frequency
band.

B. Matching Network

With the chip impedances ZC stated in the data sheets of
the compared tags and the tags’ matching networks, the virtual
chip impedance ZC,Match was calculated using a Smith chart.
The computed values are shown in Tab. I. Given ZC,Match and
the antenna impedance ZA, the power reflection coefficient as
a function of frequency |s|2(f) can be calculated. Using (1)
to determine the read ranges for the different investigated tags
one can obtain the peak read range which according to [12]
is named the tag resonance. Due to the frequency dependence
of the impedance matching network, the tag resonance does
not necessarily coincide with the antenna resonance. Figure 5
shows the calculated tag read ranges for the three investigated
tags, considering an equal threshold power Pth = −10dBm.



TABLE I
CHARACTERISTIC TAG IMPEDANCES IN Ω

Wisp Farsens AMS
ZA,EU 61.33 + 4.11j 47.49 -32.16j 34.54 -23.40j
ZA,res 60.08 57.52 41.70
ZA,NA 78.07 +50.62j 61.81 +12.41j 42.93 + 3.63j
ZC 4 -30j 51-460j 123-303j

ZC,Match 3.99-61.94j 30.13-44.02j 123.00-9.79j

C. RF energy harvesting

All three investigated transponders offer the possibility
to measure the regulated voltage output by the RF energy
harvesting circuit. This voltage, which is also considered
the supply voltage for the chip is presented in Fig. 6. The
measurement was conducted using a 10dBi circular polarized
antenna, transmitting a continuous wave at 915MHz with a
power of 10dBm. The tags were consecutively placed in the
RF field at a distance of d = 0.6m. Figure 6 shows, that the
regulated voltage achieved by the Farsens tag is about double
the voltage obtained from the AMS tag. A major difference
can be seen, in the regulated voltage curve measured at
the Vreg port of the WISP. This behaviour underlines the
operation properties of the boost-charge-pump IC. Depending
on the current consumption of the circuitry on a certain chip,
a different size of capacitor to store the harvested energy is
needed. Typically the continuous power available at the tag
is not enough to power a microcontroller, such as used in the
WISP tag, thus duty cycling is used to allow operation.

D. Load modulation

According to the EPC C1G2 protocol, the tag can backscat-
ter a response to the reader using either binary ASK or binary
PSK modulation. Often ASK load modulation is considered
a modulation of the resistance of the impedance seen by the
antenna and PSK a modulation of the reactance. Neglecting
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the imaginary part of the antenna impedance, this method will
always result in a mixed modulation type. Furthermore, even
if considering the imaginary part of the antenna, the frequency
dependence of either of the parts will only allow a pure ASK or
PSK modulation for a theoretically infinitely narrow frequency
band.
The modulation types according to the data sheets for the
WISP, Farsens and AMS are ASK, PSK and ASK respectively.
The WISP is using a transistor to short the antenna terminals,
as the second state of the transmission. This behavior results in
no power harvesting during this period of time. For the other
two tags, the second impedance state is not known and thus no
investigation of the trade-off between the power harvested and
the power of the back-scatter signal is possible during reader
to tag transmission.

E. Tag read range

For the tag read range measurement, the tags were placed
at a fixed distance from the circular polarized reader antenna
with a gain of Gt = 6dBi. The tag direction was selected in a
way, that the zero-axis of the half-wave dipole antennas does
not affect the measurement (Fig. 7). For both the ETSI and
the FCC frequency range the minimum transmit power Pmin

required for communication was detected using a discrete
sweep of the transmit power Pt. The distance between the
tag and the reader antenna was chosen to be d = 0.7m. For
the minimum evaluated frequency this results in a distance of
2.02λ which does match the farfield condition required for the
used method to calculate the tag read range. Given the chosen
distance, and a maximum transmit power of 30dBm at the
reader a communication to the WISP could not be established.
Thus the following results only show the evaluation of the
AMS and the Farsens tag. With the known parameters of
the measurement system, the tag read range for a given
EIRP , which was considered the maximum allowed in Europe
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EIRP = 3.28W, can be calculated by

r = d

√
EIRP

Pt ·Gt · L · PLF
, (3)

where L denotes the cable loss which for the conducted
measurement was L = 3dB. The reader used for the exper-
imentation was a ThingMagic M6e connected to a circular
polarized Alien Technology ALR-A0501 antenna. The com-
munication and protocol was executed using the ThingMagic
Mercury API. Figure 7 shows a comparison of the calculated
and the theoretical read ranges of the Farsens and the AMS
tag. The measurements obtained for the real-world scenario
are in good agreement with the theoretical values. The wider
bandwidth achieved with the AMS antenna also results in
a more constant read range, considering the FCC and ETSI
frequency bands. The measured read ranges clearly follow the
trend presented by the theoretical values. Nevertheless, the
calculated read range for the AMS tag could not be achieved
during the tests, which could be due to a worse sensitivity of
the energy harvesting unit or a decreased antenna gain on the
measured tag. Considering these results and comparing them
to the theoretical values obtained in Fig. 5, one can see, that
the higher read range of the Farsens tag is resulting from its
higher sensitivity. Hence, the antenna and matching network
of the AMS tag are not handicapping in comparison to the
Farsens tag. The influence of a different direction of the tag,
with respect to the reader antenna, as well as the influence of a
higher and moving population of such tags will be considered
in future work.

IV. CONCLUSION

In this work, we evaluated the performance of the RF
frontend, of 3 different commercially available passive com-
putational RFID tags. It was shown, that due to a similar
antenna design, this first part of the RF frontend exhibits a
similar behaviour for all three of the investigated tags. Due
to the impedance matching to a chip impedance far smaller

than the antenna impedance, the WISP is outperformed by
the Farsens and the AMS tag, which both show a similar
behaviour considering the power matching. Finally, the read
range measurement presented an overall measure of the real-
word performance of the investigated tags. Thus, the Farsens
tag, due to its high sensitivity can be read at distances of more
than double the distance achieved by the AMS tag. A closer
study of the energy harvesting and the load modulation in
computational RFID tags will be conducted in the near future.
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The investigation and optimization of the RF frontend of ra-
dio frequency identification (RFID) tags represents a crucial
topic when looking for an increased tag performance. This
work studies the RF frontend of three state-of-the-art pas-
sive computational RFID tags: AMSSL900aDevKit, Farsens
Spider Eval,WISP 5.1. Given amodule-based approach, the
antenna, the matching network, the RF energy harvesting
and the load modulation are reviewed both theoretically
and experimentally. The influence of a set of properties,
corresponding to these modules, on the overall RFID tag
performance is evaluated using a tag read range measure-
ment.
K E YWORD S
computational radio frequency identification, power reflection,
tags

1 | INTRODUCTION
Radio frequency identification (RFID) is an automatic identification technologymainly used in logistics andasset tracking.
[1]. A typical RFID system consists of an interrogator (reader) and at least one transponder (tag). Such a tag incorporates
an antenna and a chip, which executes the identification task. RFID tags operating in the ultra high frequency (UHF)
band, can be grouped into three categories: (1) passive (battery-free), (2) semi-passive (battery-assisted) and (3) active
(with battery). Thus, a passive RFID tag does not only receive the reader commands via the RF field, it also harvests the
energy to operate from the incident electromagnetic wave. The technology used for responding to themessage sent by
the interrogator is based on the backscattering theorem [2]. Following each interrogator message, a continuous wave is
transmitted. During this time period, the complex impedance between the terminals of the tag antenna is switched in a

1
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F IGURE 1 Modules of a passive computational RFID tag [6]

deterministic way, such that a load dependant reflection of the signal is backscattered to the antenna of the reader [3].
In recent years, a new discipline within the area of UHF RFID has evolved. Passive computational RFID (CRFID) tags
yield the possibility to execute simple computational tasks on a passively powered tag. Thus, they present a tool for
researchers to closer investigate the implemented protocol and on the other hand offer the possibility of sensing in
hardly accessible places, where the recharging or replacement of batteries represent difficult tasks [4].
This work presents a contemporary theoretical and experimental study of three state-of-the-art passive CRFID tags
(Figure 2). Additionally, a couple of other proposed CRFID platforms are compared. Using amodule-basedmethodology,
the RF frontend of the investigated tags is studied.
Figure 1 shows a block diagram, presenting the different sections of a typical passive CRFID tag. Themodules, which
are part of the RF frontend - antenna, matching network, energy harvester, loadmodulator - are separately examined
and their influence on the tag read range is investigated. The tag read rangemeasurement is performed using a typical
procedure as in [5] and compared to a CRFID specific approach using themeasured regulated voltage of the tag. The
presented study is intended to serve as a useful tool for researchers tomore thoroughly understand the behavior of
CRFID tags and thus, for developing new, improved concepts. Furthermore it presents a framework, combining several
measurementmethodologies to obtain a broad impression of the performance characteristics of CRFID systems.
This paper represents an extension of [6]. Existing measurements have been revised and improved. Further experi-
mentation and results have been added to provide amore thorough understanding of the investigated performance
characteristics. Themanuscript is structured as follows: In Section 2 an analysis of the state-of-the art is presented. Sec-
tions 3 and 4 represent the theoretical and experimental analysis, respectively. In the final section 5 some conclusions
and a resumé are presented.

2 | STATE-OF-THE-ART
In recent years a number of passive CRFID solutions have been presented. The platformsmainly differ in their flexibility,
being either fixed passive RFID sensor tags, prototyping tags for adding different sensors or open-source research
platforms with the possibility to additionally adapt communication parameters. For research purposes the commercial
sensor tags can be neglected, as they don’t offer any flexibility regarding their adaptability. Thus, the following section
represents a review of five different passive CRFID solutions (Figure 2).

• WISP 5.1: The Wireless Identification and Sensing Platform (WISP) is a passive open-source CRFID tag, first
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(a) Farsens Spider (top), AMS SL900A (mid),WISP 5.1 (bottom) (b) Ramses (top) [12], Fabbri (bottom) [11]
F IGURE 2 Investigated passive computational RFID tags: Experimental and theoretical study (left); additional
state-of-the-art analysis (right) [6]

presented in [4] and investigated in its updated version 5.1 [7]. The WISP’s EPC Class 1 Gen 2 (EPCC1G2) [8]
protocol is implemented on the usedMSP430FR5969microcontroller, which allows an adaptation to improve and
test different protocol variations. The tag incorporates an accelerometer and yields the possibility to communicate
with additionally added sensors via Serial Peripheral Interface (SPI) and (Inter-Integrated Circuit) I2C.

• Farsens Spider: The EVAL01-Spider-R by Farsens is a development board for the Rocky100 UHF RFID chip by
Farsens [9]. This tag is mainly designed to offer a flexible platform to investigate the usage of different additional
sensors. Many communication parameters and operation characteristics can be adapted using the EPCC1G2
commands or the SPI.

• AMS SL900ADemoKit: This device represents an evaluation tool for the implemented SL900A smart EPCC1G2
sensor tag IC [10]. Similar to the Farsens tag, this platform is built to offer an investigation platform based on the
SL900AChip.

• RAMSES: The RAMSES is a RFID sensor platform based on theMonza X-2KDura chip. This chip , connected to a
dipole antenna, performs the RFID communication according to the EPCC1G2. A second separate section performs
the energy harvesting for the sensoric and computational needs from a second separate antenna.

• Fabbri: The tag presented in [11] represents one of the latest advances in the field of passive RFID. This research
platformwas designed as an improvement of theWISP 5.1.

Table 1 shows a comparison of the performance characteristics of the presented tags. Reviewing these characteris-
tics, one can see, that the type of antenna used for the tag is similar for all investigated platforms. Themain differences
occur in the read range, as well as in the way the RFID communication is implemented. The SL900A and the Spider use
the company’s own RFID chips, incorporating energy harvesting and backscatter communication, on theWISP and the
Fabbri the communication protocol is implemented on amicrocontroller. Given the RAMSES, a commercial RFID chip
performs this task.

Given the presented platforms only three of themwere obtainable and thus, the following theoretical and experi-
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Tag Farsens Spider AMS SL900A WISP 5.1 RAMSES Fabbri
Band ETSI, FCC ETSI, FCC FCC ETSI, FCC ETSI
Range 5m 1.5m 4m 10m 9.7m

Sensitivity -14dBm -7dBm not specified -17dBm -16dBm
Size 13.7x2.1cm 10.2x4cm 14.8x2cm 8x8cm 9.5x3.1cm

Communication Rocky100 SL900A MSP430FR5969 X-2KDura MCU
Antenna Dipole bent Dipole Dipole meandered Dipole Monopole

TABLE 1 Performance characteristics of state-of-the-art passive CRFID tags

mental study will consist of (1) theWISP 5.1 (2) the Farsens Spider Eval and (3) the AMS SL900ADev.

3 | THEORETICAL STUDY

According to [13] the tag’s read range is themost significant tag characteristic and thus, themost important optimization
criterion. Its limiting factors are the reader sensitivity as well as the power level of the incident wave at the tag. Due to
the high sensitivity of modern RFID readers, the first factor can be neglected for this investigation [14]. Considering the
second factor, the tag read range in a free space environment can be estimated using Friis equation [15].

r =
λ

4π

√
Pt · Gt · PLF · Gr · (1 − |s |2)

Pt h
(1)

with

|s |2 =
����ZC − Z

∗
A

ZC + ZA

����
2 (2)

where

• Pt - transmitted power
• Gt - gain of transmit antenna
• PLF - polarization loss factor
• Gr - gain of receiving antenna
• λ - wavelength
• |s |2 - power reflection coefficient
• r - distance between reader and tag antenna
• ZA - complex antenna impedance
• ZC - complex chip impedance
• Pt h - power threshold (chip)
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Tag L W L1 W1 L2 W2 gap
Farsens Spider 137.1 21.3 77.9 0.5 - - 0.5
AMS SL900A 102.1 40 48 5.2 25 4.6 3.8
WISP 5.1 147.5 1.6 146.8 1 18 18 4

TABLE 2 Measured antenna dimensions

3.1 | Antenna

The tag antenna represents the first part of the RFID tag interacting with the incoming electromagnetic wave. Consider-
ing the antenna design of the investigated tags, all represent versions of half-wave dipoles. This type of antenna is the
most common example used in RFID, as it is easy to design and adapt to fulfill the needed requirements. The parameters,
which are part of (1) and directly influenced by the design of the antenna are the gain of the receiving antennaGr and
the polarization loss factor PLF. Given a half-wave dipole, the gain is considered to beGr = 1.64 and slowly varying with
frequency. As this type of antenna represents a linear polarized antenna andmost of the reader antennas have a circular
polarization, P LF = 0.5 has to be taken into account. The reflection coefficient |s |2 is one of the main parameters
influencing the read range of a given tag. The antenna impedance represents the source impedance fromwhich the
reflection coefficient is calculated. Hence the variation of the antenna impedance has a strong impact on the resulting
maximum read range of the tag.
To allow a thorough investigation of the performance of the antenna, the antenna dimensions as well as the dimensions
of the Printed Circuit Board (PCB) they are fabricated on have beenmeasured and are shown in Figure 3 and Table 2.
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TABLE 3 Antenna Impedances ZA and Chip Impedances ZC at fc = 915MHz

Tag ZA[Ω] ZC [Ω]

Farsens Spider 63.2-2.9j 51-469j
AMS SL900A 27.1-26.2j 31-300j
WISP 5.1 68.8-4.9j 13-65j

3.2 | Matching Network
Amatching network is incorporated in a CRFID tag to allow amaximum power transfer from the tag antenna to the
RFID chip, thus, optimizing the reflection coefficient |s |2 present in (1). The two impedances to bematched, are the
antenna impedance ZA and the chip impedance ZC . Table 3 shows the values of thementioned parameters. The antenna
impedance at the center frequency of the FCC UHF band (fc = 915MHz) has been extracted from the tag antenna
measurement, performedwithin the experimental study. The chip impedance ZC for the Farsens tag is stated in the
corresponding datasheet [9]. For the AMS tag, the impedance stated in the separately published RF characteristics
document [16] was considered. TheWISP’s chip impedance is not stated in none of the publishedworks, thus, a chip
impedancemeasurement using themethod proposed in [17] was performed at a power level of Pi n = −10dBm .

Using the two impedances to bematched, a matching network can be designed. Two common solutions are the use
of a lumped elementmatching network and the design of amicrostripmatching network. Even though both options
offer a cost efficient solution, the lumped element network adds the possibility to adapt the design after having built
the actual PCB, where using amicrostrip matching networkwouldmean building a new PCB [5]. All investigated tags
use a lumped elementmatching network to allow for amaximum power transfer. Figure 4a shows the schematics of
the implementedmatching networks, where Figure 4b shows their visual representation in a Smithchart. The simplest
design is used for the SL900A tag, where a single inductor is used to compensate the highly capacitive imaginary part of
the chip impedance. This approach does not yield the possibility to consider a difference between the real parts of the
antenna and the chip impedance. As the resistance of theWISP antenna is smaller, the proposed L-network represents
an easy to design cost-effective solution to provide a good narrowband matching network. The matching network
design on the Farsens Spider distributes the inductance to the two branches of the network. This method yields a
symmetric layout typically used in balanced systems and thus, considering the differential nature of signal generated by
the dipole antenna.

3.3 | RF Energy Harvesting
In order to operate, the used RFID chip draws a certain current and needs a known voltage to wake up. The power
needed by the chip is supplied by the RF energy harvesting unit. This device performs the task of rectifying the incoming
RF signal and boosting it to surpass the threshold voltage. Furthermore, this unit incorporates a voltage regulator to
avoid the destruction of the device by supplying a too large voltage. Depending on the current needed for operation, the
different devices use different storage capacitors insuring sufficient power for a whole cycle of communication.
Considering the three investigated tags, the power harvesting unit is not accessible, except for theWISP 5.1, where it
consists of a Greinacher Voltage Doubler, a low dropout Boost-Charge-Pump-IC and a voltage regulator. The parameter
present in (1) influenced by the energy harvester is the power threshold Pt h . This parameter corresponds to the
minimum power needed at the input terminal of the energy harvester to allow a sufficient harvesting. With a sensitivity
of Pt h = −14dBm, the Farsens Rocky100 chip outperforms the Ams SL900A by 7dB. Additionally, the input impedance
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F IGURE 4 Impedancematching networks incorporated in the investigated tags

of the energy harvester, represent themain contribution to the chip impedance ZC and thus, has a strong impact on the
reflection coefficient |s |2.

3.4 | LoadModulation
Loadmodulation represents themodulation scheme for backscatter RFID communications. The impedance seen by
the antenna terminals is switched between determined states, such that the amplitude as well as the phase of the
backscattered signal are changed. A proper design of the different impedance states can yield various constellations.
The current EPCC1G2 protocol is based on a 1-bit backscatter communication, typically using a heterodyne reader
structure, which allows the usage of either phase-shift-keying (PSK) or amplitude-shift-keying (ASK). The choice of the
modulation format depends on several aspects, but according to [18], using PSK results in an increased performance.
With PSK communication [14] it is possible to achieve a constant power transfer between the antenna and the chip, as
the impedance states can be selected in a way, that they yield the same power reflection coefficient |s |2.
For an RFID system backscattering ASK, themost commonmethod to choose the impedance states is to create a near
perfect conjugatematch for themain state, and switch to a deliberatemismatch for the opposing transmission bit. Given
this method, the initial state represents amaximum of the power transfer from antenna to tag.
The power reflection coefficient can be used to describe the power available at the chip. It can also be used to represent
the amplitude of the backscattered signal. Hence, a trade-off between power transmission to the chip and backscatter
amplitude has to be considered, as we have discussed in [14].
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F IGURE 5 On-tagmeasurement of the incorporated antenna designs’ impedances

4 | EXPERIMENTAL STUDY

The previously discussed theoretical considerations have been studied experimentally to provide a comparison with the
theoretically obtained performance characteristics.

4.1 | Antenna
To evaluate the antenna performance and characteristics, the planar antennas placed on the chip’s substrate have been
measured using the S-parametermethod [19]. A custom jig (port extension) has been fabricated to allow ameasurement
of the balanced symmetrical antennas. The port extension function of the vector network analyzer (VNA) was then used
to take into account the losses and phase delay of the jig [20]. An open correction was performed. Figure 5a shows the
differential input resistance RA of themeasured antennas, where Figure 5b shows their reactanceXA . The two straight
dipole antennas of theWISP and the Spider show a very similar trend regarding their impedance, where the wider and
bent dipole of the SL900A gives a lower resistance as well as a lower gradient of the imaginary part as a function of
frequency. These presented values are to be considered during the design process of thematching network.

4.2 | Matching Network
Using the measured S-parameters of the antennas and considering a constant chip impedance ZC over the whole
investigated frequency range, the reflection coefficient has been simulated in AdvancedDesign System (ADS). Parasitics
of the PCB, as well as influencing reactances and resistances of the printed traces, were not considered. Figures 6a and
6b show the antenna’s S11 and the tag’s S11. It can be seen, that the resonant frequency of the antenna structure does
not necessarily correspond to the resonant frequency of the tag, which corresponds to the explanations in [21].
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F IGURE 6 Reflection Coefficients S11 of the antennas and the tags

4.3 | RF Energy Harvesting
All three investigated transponders offer the possibility tomeasure the regulated voltage output produced by the RF
energy harvesting circuit. This voltage, which is also considered the supply voltage for the other parts, is presented
in Figure 7a. An RF signal generator was used to emit a continuous wave at the center frequencies of the European
(ETSI) and the North American (FCC) UHF bands. As themaximum output power of the signal generator is limited to 20
dBm, the signal was amplified using a Skyworks SKY01267 power amplifier. The achieved output wasmeasured using a
spectrum analyzer to obtain accurate values of the input power at the antenna. A 6dBi circular polarized ALR-A0501
antennawas used. The tags were consecutively placed in the RF field at a distance of d = 0.6m (Figure 7b). Figure 7a
shows, that the regulated voltage achieved by the Farsens tag reaches saturation at about 16 dBm for the ETSI band
whereas for the AMS tag no saturation is visible within the emitted power range. The intersection of the measured
voltages with the visualization of the power-on voltage threshold for either of the tags, does not necessarily correspond
to the read range valuesmeasured using a RFID reader as RFID tags’ read ranges differ depending on the EPCC1G2
characteristics. [22]
Due to the fact that a constantVr eg could, considering theWISP, only beobtained at thehighest allowed input power, this
tag is not represented in Figure 7a. Nevertheless, theWISP remains active at lower radiated powers or larger distances.
The tag uses a particular duty cycle creating peaks long enough to allow a communication cycle. This decreases the
possible read rate but expands themaximum read range, being now limited by the EPCC1G2’s maximum interrogator
on-time.

4.4 | LoadModulation
According to the EPCC1G2 protocol, the tag can backscatter a response to the reader using either binary ASK or binary
PSKmodulation. Often ASK loadmodulation is considered amodulation of the resistance of the impedance seen by
the antenna and PSK a modulation of the reactance. Neglecting the imaginary part of the antenna impedance, PSK
will always result in a mixedmodulation type. Furthermore, even if considering the imaginary part of the antenna, the
frequency dependence of either of the parts will only allow a pure ASK or PSK modulation for an infinitely narrow
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frequency band.
Themodulation types according to the data sheets for theWISP, Farsens and AMS are ASK, PSK and ASK respectively.
The WISP is using a transistor to short circuit the antenna terminals, as the second state of the transmission. This
behavior results in no power harvesting during this period of time. For the other two tags, the second impedance state
is not known and thus no investigation of the trade-off between the power harvested and the power of the backscatter
signal is possible during reader to tag transmission.

4.5 | Read Range
The tag read rangemeasurement was performed using themethodology described in [23]. The tags were placed at a
fixed distance from the circular polarized reader antennawith a gain ofGt = 6dBi. The tag direction was selected in a
way, that the zero-axis of the half-wave dipole antennas did not affect themeasurement. For both the ETSI and the FCC
frequency range theminimum transmit power Pmin required for communication was detected using a discrete sweep of
the transmit power Pt with a stepsize of 0.5dB. The distance between the tag and the reader antennawas chosen to
be d = 0.6m. With the known parameters of themeasurement system, the tag read range for a given EIRP, which was
considered themaximum allowed in Europe EIRP = 3.28W, can be calculated by

r = d

√ EIRP
Pt · Gt · L · PLF , (3)

where L denotes the cable loss, which for the conducted measurement was L = 3dB. The reader used for the ex-
perimentation was a ThingMagicM6e connected to a circular polarized Alien Technology ALR-A0501 antenna. The
communication was established using the Universal Reader Assistant with the preset EPCC1G2 protocol parameters.
Figure 8a shows a comparison of the calculated and the theoretical read ranges of the Farsens and the AMS tag. The
measurements obtained for the real-world scenario clearly follow the trend presented by the theoretical values. The
SL900A tag is outperformed by the Spider in the whole investigated frequency range, showing a lower read range
maximum. Considering the calculated values, the Farsens tag shows a read range resonance at f = 930MHz. The
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smaller bandwidth of this peak represents a less constant read range regarding the European and North American
frequency bands. The difference betweenmeasurement and theoretical estimation that can be observed is expected to
be introduced by themultipath losses given the laboratorymeasurement and by the tag reflection coefficient model
neglecting fabrication and additional line traces.
Additionally the read range of the investigated tags has been estimated using themeasured regulated voltages from
Figure 7a. Given this value and the minimum voltage needed for operation of the RFID chips, a second read range
estimate can be calculated using (3). The Spider and the SL900A, according to their datasheets start working at a
regulated voltage ofVr eg = 1.4V andVr eg = 1.3V respectively. The different measured read ranges are illustrated in
figure 8b. A significant difference in the read range can be identified, which is expected to be due to the fact that during
tag identification, only a short timewindow is available to harvest the energy needed, while for the regulated voltage
measurement a constant signal source was used.

5 | CONCLUSION
In this work, the RF Frontend of three passive CRFID platforms has been studied and evaluated. The proposedmodule-
based approach considers all parameters present in the commonly used Friis equation for calculating the tag read range
in a free space scenario and connects each one to the correspondingmodule.
Themeasured tag read ranges are in good agreement with the theoretical tag read ranges. A consideration of certain
fabrication parameters and thus, a better model for tag’s impedance could yield a further improvement of themethod
andwill be investigated in the close future.
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Abstract—This article describes an alternative procedure for
measuring the impedance of an ultra high frequency (UHF)
radio frequency identification (RFID) chip and finding its turnon-
point. The proposed method is based on measuring the balanced
impedance of the RFID chip using a standard vector network
analyzer (VNA) and a custom fabricated printed circuit board
(PCB) test fixture. The test fixture uses a transmission line
transformer to (1) provide a balanced signal to the ports of
the RFID chip and (2) achieve a pre-matching to avoid the
inaccuracies resulting from measuring high Q components with a
VNA. No additional RFID reader is needed, as the turnon-point
is extracted from the measured voltage reflection coefficient as a
function of frequency and input power. A matching network is
designed using a Smith chart approach to prove the applicability
of the method by measuring the resulting reflection coefficient.
A comparison with the typically used single-ended technique is
provided.

Index Terms—power reflection, impedance matching, radio
frequency identification (RFID)

I. INTRODUCTION

Ultra high frequency (UHF) radio frequency identification
(RFID) is an automated identification technology operating in
the industrial, scientific and medical (ISM) UHF band [1].
A typical UHF RFID system consists of a minimum of one
reader (interrogator) and at least one tag (transponder). These
RFID tags can be subdivided into passive (batteryless), semi-
passive and active (with battery). A passive tag draws all of the
power needed for operation from the incident electromagnetic
waves. The following backscatter communication is achieved
by reflecting a distinct part of the incident radio frequency
(RF) field, changing the complex impedance of the RFID chip
based on the antenna scattering theorem [2]. Given the need
of a maximum power transfer between the tag’s antenna and
the RFID chip to guarantee operation at a maximum possible
distance from the reader, the impedance matching procedure
represents one of the most important tasks in UHF RFID
tag design [3]. Hence, the knowledge of the impedance of
the chip and the antenna is indispensable. Especially more
power consuming concepts in RFID (e.g. wireless RFID sensor
networks [4]) and recent technological advances such as the
exploitation of the harmonics of UHF RFID chips [5] rely on
these measurement procedures.
This article presents an alternative and reliable method for
the measurement of the impedance and the turnon-point of
UHF RFID chips. The proposed method uses a custom fab-
ricated printed circuit board (PCB) test fixture consisting of
an sub-miniature A (SMA) connector and a transmission line

transformer which, at the same time, serves as a balance-
unbalanced converter (BALUN) and a pre-matching network.
The applicability to impedance matching UHF RFID chips
is proven by designing, implementing and measuring a 50 Ω
lumped element matching network.

II. RELATED WORK

The measurement of the complex impedance of the tag
antenna, as well as the RFID chip represent an important and
difficult part of the performance optimization of RFID tags [6].
Furthermore, the knowledge of the sensitivity or turnon-point
is indispensable for maximizing its read range. Given these
parameters, the following section presents a compact review
of the commonly used methods.

A. Chip Impedance Measurement

As most of the typically used antenna structures are dipole
type antennas, several methods to obtain a differential mea-
surement of the antenna impedance have been proposed (e.g.,
[3], [7]). However, most of the recent publications on this topic
propose a single-ended approach for measuring the impedance
of the RFID chip [8]-[14]. Most of these methods use a
standard vector network analyzer (VNA) to calculate the chip
impedance ZC from the obtained reflection coefficient Γ as

ZC “ Z0
1` Γ

1´ Γ
, (1)

Fig. 1. PCB test fixture and calibration kit using a transmission line
transformer.



Publication Voltage Reference Pre-Matching Equipment Fixture
[9] Single-Ended no VNA, Reader SMA connector

[10], [11] Single-Ended yes VNA, Reader, power meter, 2 Slug Tuner SMA connector + PCB Fixture
[12] Single-Ended no Oscilloscope, Reader, Coupler SMA connector + PCB Fixture
[14] Single-Ended no Oscilloscope, Reader, Coupler SMA connector + PCB Fixture
[13] Single-Ended no VNA, Reader, RF probe —
[15] Single-Ended no VNA LRL fixture
[16] Differential no VNA custom fabricated jig

rThis works Differential yes VNA transmission line transformer fixture

TABLE I
COMPARISON OF THE STATE-OF-THE-ART UHF RFID CHIP IMPEDANCE MEASUREMENT TECHNIQUES

with Z0 denoting the reference impedance. Nikitin et al. in
[9] proposed to measure the impedance of UHF RFID chips
by mounting them directly to a SMA connector.

This yields a very simple approach neglecting the effect of
the RFID chip being a high Q component. In [17] the problems
of measuring high-Q, low-ESR components are described in
detail. These drawbacks are considered in the measurement
methodology presented in [10], by using a double slug tuner
to perform a pre-matching as previously described in [18].
This procedure allows a smaller voltage standing wave ratio
(VSWR) but highly increases the price of the test fixture.
Table I shows a comparison of the published methods on UHF
RFID chip impedance measurement techniques, revealing the
lack of a differential pre-matched test fixture.

B. Chip Sensitivity Measurement

The RFID chip’s sensitivity is typically measured using the
same test fixture as for the impedance measurement (e.g., [9],
[11]). A reader-like device is used to send a wake-up sequence
to the tag to evaluate the minimum power Pmin for the tag to
start operating. Given the chip’s voltage reflection coefficient
Γ and the minimum operating power Pmin, the sensitivity Pth

can then be calculated as

Pth “ Pmin

`
1´ |Γ|2˘

. (2)

Considering this procedure, the accuracy of the sensitivity
measurement depends on the accuracy of the measured reflec-
tion coefficient.
Kronberger et al. in [19] showed that the sensitivity can also
be extracted from a feature detected within the function of the
resistance over power. A significant decrease of the resistance
occurs at the power level, where the chip starts to draw power.
This procedure avoids the need of an additional RFID reader
to detect the power threshold.

III. METHODOLOGY

The following section provides a step-wise explanation of
the proposed measurement technique.

A. Chip Impedance Measurement

The proposed test fixture (Fig. 1) was fabricated according
to the schematic shown in Fig. 2-(Balanced). A Macom
MABA-010125-TC1113 [20] transmission line transformer
was connected to a SMA port to transform the single-ended
signal present at the ports of a vector network analyzer (VNA)

RFID
chip

RF+

RF-

RFID
chip

RF+

RF-

Reference Plane

(SOL)

RFID
chip

RF+

RF-

RFID
chip

RF+

RF-

Reference Plane

(SOL)

BALUN
SMA

SMA SMA

B
a
la

n
c
e
d

S
in

g
le

-E
n
d
e
d

MatchedUnmatched

BALUN
SMA L1

C1

L2

L1+L2

C1

Fig. 2. Equivalent circuits of the different test fixtures with and without
matching networks

to a differential signal, as drawn from the ports of a balanced
antenna. Additionally to the BALUN characteristic of the
chosen transmission line transformer, the device represents a
mainly inductive component in the signal path. This behaviour
compensates part of the negative reactance of the RFID chip,
thus, reducing the Q factor of the device connected to the
SMA port and achieving a pre-matching as proposed in [10],
but without the need of an expensive slug or stub tuner. Fig. 3
shows a simulation of the impedance seen at the terminals of
the SMA port, for a single-ended measurement in comparison
to the proposed balanced approach. As a representative chip
impedance for simulation, a parallel RC-network 1600 Ω and
1 pF was chosen. For the simulation, the S-parameter file of
the BALUN provided by MACOM was used. Fig. 3 shows
that the reactance is about one tenth when using the proposed
design. This behaviour decreases the Q factor to less than
one third and allows a more accurate reflection coefficient
measurement [17]. To calibrate the impedance measurement
directly to the input ports of the RFID chip, a short-open-load
(SOL) calibration kit, using two 100 Ω resistors in parallel as a
load was designed. For the measurement of Γ, the test fixture
was directly connected to a R&S ZVA40 network analyzer. A
power calibration was performed at the measurement port of
the VNA. The resulting impedance was calculated using (1)

B. Chip Sensitivity Measurement

The extraction of the chip sensitivity is performed using
the reflection coefficient data measured using the presented
test fixture. According to [19], a significant change of the
resistance is visible at the power threshold of the RFID chip.
The power level corresponding to this feature will be further
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called the turnon-point. The quasi continuous curve at power
levels below the turnon-point refers to the region where the
energy harvesting is insufficient for powering the chip’s cir-
cuitry. Referring to [9], the impedance at the power level just
above the turnon-point represents the impedance a matching
network should be designed for. Given the measurement of Γ
as a function of frequency and power, the input power value
corresponding to the abrupt change in the reflection coefficient
was then extracted using the maximum of the first derivative.
The values obtained at 868 MHz are shown in Table II and are
further used to design suitable matching networks.

IV. RESULTS

The following section describes the results obtained using
the proposed measurement methodology. The measurements
were performed using 3 commercial off-the-shelf UHF RFID
chips (Murata 7xm, NXP G2xm, Farsens Rocky100). A
lumped element matching network as shown in Fig. 2 was
designed using the impedance values stated in Table II and
attached to the SOL calibration reference plane to prove the
validity of the measurements.

Fig. 4 shows the real and imaginary parts of the chip
impedance as a function of Pout for the Murata 7xm chip.

investigated RFID chips
7xm G2xm Rocky100

ZC,DI (17.03-182.07j)Ω (24.56-160.36j)Ω (30.56-328j)Ω
L1+L2 (DI) 39nH 33nH 66nH

C1 (DI) 4.7pF 3.3pF 2.2pF
ZC,SE (11.21-229.14j)Ω

L1+L2 (SE) 46nH
C1 (SE) 6.8pF
ZC,DS N/A (18.6 - 171.2j)Ω (64 - 469j)Ω

TABLE II
MEASURED IMPEDANCE VALUES AT (f “ 868MHZ, TURNON-POINT) AND

CORRESPONDING LUMPED ELEMENT MATCHING NETWORK VALUES,
WHERE DI-DIFFERENTIAL, SE-SINGLE ENDED AND DS-DATASHEET
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A power sweep ranging from −20 dBm to 10 dBm with a
step size of 0.01 dBm has been used. It can be seen that the
measurements for the same chip yield different results. The
visible difference of about 40 Ω for the reactance would mean
that a completely different inductance is needed to compensate
the chip’s capacitance when designing a matching network.
Furthermore the different reflection coefficients obtained from
the measurement result in a different sensitivity Pth when
calculated using (2).

Fig. 5 shows the design process of the matching network in
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the Smith chart. The obtained impedances at the turnon-point
have been transformed towards the matching point using the
lumped component values stated in Tab. II. The measurement
of the resulting matched chip assembly lies well within the
discrete component’s tolerances stated in the corresponding
datasheets. The same procedure has been evaluated using the
single-ended measurement of the Murata 7xm chip. For this
case, the designed matching network did not result in an
improved matching condition at the desired frequency-power
point, thus, indicating an impedance measurement error. To
prove the validity of the measurement using the proposed
approach, the matching network design using the balanced
measurement was attached to the SOL calibration plane of
the single-ended test fixture. The result is also visualized in
Fig. 5 and further underlines the obtained impedance values.
Fig. 6 shows the measured power reflection coefficients as
a function of input power for the three different investigated
chips. The data corresponding to the unmatched assemblies
shows a large reflection coefficient of Γ ą ´1 for all chips at
power levels below 5 dBm. It is clearly visible that the matched
chip assemblies, using the matching network designed based
on the impedances measured via the proposed approach show a
good matching condition (Γ ă ´10) close to the turnon-point.
The slightly worse reflection coefficient of the Rocky100
chip is expected to be due to the larger spacing between
lumped elements at larger inductances. To achieve the desired
inductance of 66 nH, two 33 nH inductors were soldered in
series. These real components further introduce parasitics and
losses resulting in this slight discrepancy.

V. CONCLUSION

The method presented within this article is a simple, yet
reliable alternative to the commonly used RFID chip measure-
ment procedures. The described method only uses a standard
VNA and a custom fabricated test fixture. The benefit of

using a transmission line transformer as a BALUN and pre-
matching circuit for obtaining an accurate chip impedance
was validated comparing it to the typically used single-ended
technique. Furthermore, the need of an additional RFID reader
is omitted by the extraction of the turnon-point from the
reflection coefficient measurement.

REFERENCES

[1] K. Finkenzeller, RFID-Handbuch: Grundlagen und praktische Anwen-
dungen von Transpondern, kontaktlosen Chipkarten und NFC. Carl
Hanser Verlag GmbH Co KG, 2015.

[2] R. Hansen, “Relationships between antennas as scatterers and as radia-
tors,” Proceedings of the IEEE, vol. 77, no. 5, pp. 659–662, 1989.

[3] G. Marrocco, “The art of UHF RFID antenna design: Impedance-
matching and size-reduction techniques,” IEEE antennas and propaga-
tion magazine, vol. 50, no. 1, pp. 66–79, 2008.

[4] H. Landaluce, L. Arjona, A. Perallos, F. Falcone, I. Angulo, and
F. Muralter, “A review of iot sensing applications and challenges using
rfid and wireless sensor networks,” Sensors, vol. 20, no. 9, p. 2495,
2020.

[5] G. A. Vera, Y. Duroc, and S. Tedjini, “Third harmonic exploitation
in passive uhf rfid,” IEEE Transactions on Microwave Theory and
Techniques, vol. 63, no. 9, pp. 2991–3004, 2015.

[6] K. S. Rao, P. V. Nikitin, and S. F. Lam, “Antenna design for UHF
RFID tags: A review and a practical application,” IEEE Transactions on
antennas and propagation, vol. 53, no. 12, pp. 3870–3876, 2005.

[7] X. Qing, C. K. Goh, and Z. N. Chen, “Impedance characterization of
RFID tag antennas and application in tag co-design,” IEEE Transactions
on Microwave Theory and Techniques, vol. 57, no. 5, pp. 1268–1274,
2009.

[8] G. A. Vera, Y. Duroc, and S. Tedjini, “RFID test platform: Nonlinear
characterization,” IEEE Transactions on Instrumentation and Measure-
ment, vol. 63, no. 9, pp. 2299–2305, 2014.

[9] P. V. Nikitin, K. S. Rao, R. Martinez, and S. F. Lam, “Sensitivity
and impedance measurements of uhf rfid chips,” IEEE Transactions on
Microwave Theory and Techniques, vol. 57, no. 5, pp. 1297–1302, 2009.

[10] L. W. Mayer and A. L. Scholtz, “Sensitivity and impedance measure-
ments on UHF RFID transponder chips,” in Proc. 2nd Int. EURASIP
Workshop RFID Technol., 2008, pp. 1–10.

[11] J. Grosinger, C. Mecklenbrauker, and A. L. Scholtz, “UHF RFID
transponder chip and antenna impedance measurements,” in Proc. of the
Third International EURASIP Workshop RFID Technology, La Manga
del Mar Menor (Spain), 2010, pp. 43–46.

[12] J. Yang and J. Yeo, “Chip impedance evaluation method for UHF RFID
transponder ICs over absorbed input power,” ETRI journal, vol. 32,
no. 6, pp. 969–971, 2010.

[13] B. Couraud, T. Deleruyelle, E. Kussener, and R. Vauché, “Real-time
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Harmonic Voltage Reflection Analysis of UHF
RFID chips

Florian Muralter∗, Michael Hani, Hugo Landaluce,
Asier Perallos, Erwin Biebl

Abstract—In recent years, the exploitation of the nonlinear
behaviour of ultra high frequency (UHF) radio frequency iden-
tification (RFID) chips has gained popularity. This manuscript
presents a measurement platform for the harmonic characteriza-
tion of UHF RFID chips. The measurement of the incident and
reflected wave at the RFID chip terminals is performed using a
digital sampling oscilloscope. A novel signal processing method-
ology is presented to extract time-domain reflection coefficient
equivalents from a digital sampling oscilloscope measurement
at the different load modulation states. Using a simultaneous
measurement of the reflection coefficient with a vector network
analyzer the obtained measurement results were validated. Fur-
thermore, a comparison to using real-time sampling and a power
spectral density analysis is presented.

Index Terms—power reflection, nonlinear analysis, radio fre-
quency identification (RFID)

I. INTRODUCTION

ULtra high frequency (UHF) radio frequency identification
(RFID) represents an automated, contactless identifica-

tion technology mainly used in logistics and asset tracking [1].
In recent years, technical advances in the area of RFID (e.g.
computational RFID, RFID sensors) and the evolution of the
Internet of Things (IoT) have pushed the boundaries of this
technology.
A standard RFID system consists of at least one interrogator
(reader) and a minimum of one transponder (tag). Such a
tag, representing the device to be identified, can be either
active (with battery), semi-passive (battery-assisted) or passive
(batteryless). Typical passive UHF RFID tags consist of an
antenna, a matching network and the RFID chip. This chip
performs the back-scatter communication by modulating the
load impedance seen by the antenna terminals based on the
antenna scattering theorem [2]. The energy needed for the
operation of the internal logic is harvested from the incident
electromagnetic wave. Due to the energy harvester topology,
consisting of Schottky diodes, this circuitry represents a non-
linear behaviour and thus, poses problems when trying to
measure linear parameters such as the linear voltage reflec-
tion coefficient Γ. The basics to measuring impedance and
sensitivity as presented in e.g., [3]-[5] all rely on extracting
the linear reflection coefficient at the fundamental frequency.
These methods are expected to yield sufficiently accurate
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Fig. 1. Illustration of harmonic back-scattering in UHF RFID chips.

results at low power levels, but are expected to show a larger
deviation from the real reflected power at higher power levels
[6]. Fig. 1 shows an illustration of the incident and reflected
waves at the RFID chip, highlighting its nonlinear nature.
The nonlinear characterization of UHF RFID tags and chips

has first been considered by J. Essel in [7] and A.G. Vera
in [6], [8] and [9]. Table I presents a comparison of the
mentioned measurement methodology for UHF RFID chips.
The measurement platform presented in [6] allows for a
time-domain measurement of the reflected signal. With the
consecutive power spectral density (PSD) analysis, an estimate
of the reflected power is obtained. From this data, it is possible
to extract the power reflected at the different harmonics. This
methodology has opened up a new area of interest, which has
evolved in several new methods on how to exploit the reflected
nonlinear content. In [10], [11], [12] a number of possible
exploitation strategies are presented. The currently existing
methods using the harmonic nature of the back-scattered UHF
RFID signal range from (1) harmonic power harvesting [13],
[14], (2) harmonic UHF RFID ranging [15] to (3) harmonic
UHF RFID sensing [16], [17]. This evolution of methods has
also increased the need of accurate and reliable methods for
measuring nonlinear RFID chip parameters.

The proposed measurement platform presents a novel ap-
proach to obtaining reflection coefficients from time series
data measured with a digital sampling oscilloscope (DSO).
This procedure reduces the real-time bandwidth requirement
of the method presented in [6] by using the DSO in sampling
mode and a novel data processing strategy. The measurement
of both the reflected and incident voltage signals allows for the
calculation of a time-domain reflection coefficient equivalent.
The simultaneous measurement of the reflection coefficients
with a vector network analyzer (VNA) is used to validate the
presented methodology.
The presented manuscript is structured as follows: In Section
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Publication Equipment Technique Measurement Domain Extracted Parameters
[6] VSG, 2 Antennas, DSO, PSD Analysis Time Domain Reflected Signal Characteristics

Anechoic chamber
[7] VSG, Power Meter, Source Pull Frequency Domain (Fundamental) VI-Characteristics

Source Tuner, IV Meter Impedance at fundamental
[8] VSG, VNA, 2 Couplers, PSD Analysis Time Domain Reflected Signal Characteristics (over the air)

2 Impedance tuners, DSO
This work 2 VSGs, Coupler, DSO Curve Fitting Time & Frequency Domain Harmonic Reflection Coefficients

(VNA) Reflected Signal Characteristics

TABLE I
COMPARISON OF THE STATE-OF-THE-ART NONLINEAR CHARACTERIZATION METHODS FOR UHF RFID CHIPS.

VSG2

DSOZVA

VSG1

OSC

Coup2

Test-Fixture

Fig. 2. Measurement setup of the proposed measurement platform

II, the Measurement Platform and the corresponding data
acquisition methodology are explained; Section III offers a
description of the signal processing steps used for processing
the DSO data; In section IV, results for commercially available
UHF RFID chips are shown and compared to state-of-the-art
measurement procedures; Section V presents the conclusions
drawn from the presented work.

II. MEASUREMENT PLATFORM

The following section presents the proposed measurement
setup allowing for a simultaneous measurement of the incident
and reflected waves in both the time and the frequency domain
using a DSO and a VNA, respectively. The measurement is
possible during all states of the communication, as the RFID
signal is generated by a vector signal generator (VSG), which
generates the baseband data as programmed in a Python script.
The EPC Class 1 Generation 2 command selected for the
interrogation of the RFID chip under test was a Query com-
mand. The corresponding bit sequence [1000 0101 1010 1110]
requests a random number 16 (RN16) message with a data rate
of 80 kS/s without tone and encoded in FM0. Fig 3 shows
a signal flow block diagram of the proposed measurement
platform and Fig. 2 shows a picture of the measurement setup.
The proposed system consists of:
(1) As VSG 1, a Rohde&Schwarz SMW200A vector signal

generator with an incorporated baseband generator to

allow for the creation of RFID specific signals was used.
A standard Query message was programmed according
to the EPC Class 1 Generation 2 standard. The custom
user outputs are used to output trigger signals, such that
all measurements can be performed simultaneously.

(2) VSG 2 (Rohde&Schwarz SMBV100B) is a vector signal
generator which is set to the transmission frequency of
VSG 1 but uses a constant power level of 0 dBm. This
continuous wave source is used as the trigger signal
for the DSO. The RF output is modulated using the I-
Modulation input, such that the trigger signal is only
present at the DSO during the response of the RFID chip.

(3) A Rohde&Schwarz ZVA40 vector network analyzer was
used for the frequency domain measurements. The re-
flection coefficient measurement at the chosen port is
triggered by a trigger signal created on VSG 1. To allow
for a measurment of the back-scatter communication a
measurement time larger than the tag response was used.
A time series of reflection coefficients was measured
with a measurement bandwidth of 1 MHz to identify the
different states of the load modulation.

(4) A LeCroy WaveExpert digital sampling oscilloscope with
two separate input channels was used in sampling mode.
The transmitted and reflected voltage signals split by
Coupler 2 were fed to the inputs of the DSO. The
continuous wave trigger signal is provided by VSG 2.

(5) A Spinner bidirectional 3 dB coupler was used to separate
the incident and reflected waves for the measurment at the
DSO.

(6) The test fixture used for the proposed measurement
platform consists of a transmission line transformer which
works simultaneously as a balanced-unbalanced converter
and a pre-matching network. Additionally a short-open-
load (SOL) calibration kit was designed on the same
printed circuit board (PCB) to allow for a shift of the
reference plane towards the terminals of the measured
RFID chip.

(7) The oscilloscope marked as OSC in Fig. 2 was used
to visualize the timing of the different signals during
measurement to prove the correct operation.

(8) The whole measurement platform is controlled by a
computer using a Python script, which allows the mea-
surement at any given frequency and power point within
the hardware limits of the used equipment.

Fig. 4 shows the used timing strategy, visualizing the use
of the different trigger signals to perform measurements only
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Fig. 3. Structure and signal flow chart of the proposed measurement platform.

during the time period of back-scatter communication.

A. VNA measurement
With the VNA, a measurement of the complex reflection

coefficient was performed. Using the eCAL kit, a calibration to
the subminiature A (SMA) port of the test fixture is achieved.
With the deployed SOL calibration standards a further trans-
formation of the reference plane to the terminals of the
RFID chip is possible, which, if applicable, was performed in
MATLAB considering the measured SOL calibration standards
as ideal. A time series measurement of Γ is initiated using the
trigger output of VSG 1. The measurement duration is set to a
duration of 140 us, such that the time period of the response of
the RFID chip is covered. Additionally, to consider the losses
of the couplers and the cables that connect the test fixture, the
S parameter Sthrough, representing the losses between POut

and PTest, as depicted in Fig. 3, has been measured and can
be used to calculate the power at the SMA port of the test
fixture PTest

PTest = POut |Sthrough |2. (1)

Considering the error model obtained from the measurement
of the SOL calibration standards, the power at the terminals
of the RFID chip PChip can be obtained by

PChip = PTest |e10|2, (2)

where e10 denotes the forward transmission coefficient of the
error model as shown in Fig. 5. The influence of e11 on the

RFID communication

CW Trigger

VSG 2 Trigger

VNA Trigger

Query

RN16

t

Fig. 4. Measurement timing and trigger signals

power present at the chip terminals was neglected as |e11| �
|e10|.

B. DSO measurement

A sampling oscilloscope uses a periodic trigger signal to
measure one sample with a deliberate time delay per period
to consecutively reconstruct the periodic input signal [18]. The
mentioned continuous wave trigger signal is fed to the trigger
input only during the time of back-scatter tag communication.
As the step generator of the DSO uses a pulse rate of
1 MHz, close to 300 samples are acquired per RN16 response.
Consecutive query commands and their corresponding RN16
responses are thus used to acquire the total amount of 5 kS.
The acquisition parameters were set in a way, that the 5000
samples are acquired using a time-base of 2 ns, hence, mea-
suring roughly two periods of the fundamental wave. Both
coupled paths of coupler 2 are measured at the DSO allowing
an aquisition of both the transmitted and reflected waves.
The reflected signal, if a communication is established, jumps
between two states caused by the changing mismatch. As
only one sample is considered in each CW trigger period,
the resulting signal switches between the two states at random
time steps, yielding a sequence M [n] as shown in Fig. 6-(Raw
Data).

M [n] =

{∑N
k A0,k<{exp (jωfkn+ φ0,k)} if Bit0

∑N
k A1,k<{exp (jωfkn+ φ1,k)} if Bit1

(3)

with A and φ denoting amplitude and phase respectively,
the subscripts 0 and 1 corresponding to Bit0 and Bit1 and
the indices k and n standing for the harmonic and sample
index, respectively. N represents the highest harmonic index
measurable, given the used equipment (VNA, DSO, couplers,

e10

e01

e00 e11
ΓTest Γc

Fig. 5. SOL calibration error model
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Fig. 6. Flow chart visualizing the DSO signal processing steps

test fixture). To separate the reflected waves components
corresponding to the different load modulation states the signal
processing described in section III was used.

III. DSO SIGNAL PROCESSING

The following section explains the signal processing steps
performed to identify the samples of the time series data
corresponding to each of the load modulation states and thus,
segment the obtained DSO signal. Consecutively, to obtain a
voltage reflection coefficient equivalent and to transform the
reference plane from the terminals of the DSO to the ports
of the RFID chip, the obtained time-domain signals have to
be evaluated at the harmonic frequencies and put in relation
to the reference signal. All of the DSO signal processing
was performed using MATLAB. Fig. 6 shows a flow chart
of the different signals obtained during the following signal
processing steps:
(1) The first step towards performing a segmentation of

the time-domain signal, was to calculate its peak enve-
lope. Therefore, the MATLAB function envelope, which
determines the upper and lower envelope using spline
interpolation over local maxima separated by at least
N samples [19] was used. The number of samples N
was set to N = 20 to minimize the number of spikes

pointing towards the other envelope, but yet not achieve a
strong time shift due to the moving average characteristic.
As can be seen in Fig. 6-(Peak Envelope & Envelope
Difference), the upper end lower envelope represent the
different states at about each half-cycle.

(2) To distinguish the intersections of the two present wave-
forms, the difference of the envelopes (lower-upper) was
calculated and a peak detection performed. To avoid the
detection of non relevant peaks and by knowing the
wavelength of the signal, a minimum peak distance was
set.

(3) The extracted peaks were used to segment the en-
velopes and create curves corresponding to the different
impedance states. For each consecutive segment, the other
envelope (lower/upper) was used.

(4) The samples closer to each of the created curves were
then selected as corresponding to the selected state.
Around the intersection particular samples might be con-
sidered part of both waveforms. However, this behaviour
does not influence the further processing.

(5) To get rid of the missing values, at time steps where the
other waveform was present, the fillmissing function, set
to linear interpolation was used.

(6) Given the input frequency of the measurement, lsqcurvefit
was used to fit a multi-sine signal to the segmented
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Fig. 7. Comparison of the power reflection coefficients obtained from the
DSO and the VNA measurement at 868 MHz (Monza R6)

data, and thus obtain the amplitudes A0,k, A1,k and phase
φ0,k, φ1,k of the reflected wave of both back-scattered
load modulation states.

The described procedure yields a discrete frequency domain
representation of the reflected wave for each load modulation
state:

Biti[k] = Ai,k exp (jωfk + φi,k) (4)

with i = 0, 1 representing the first and second bit of the
binary communication. Additionally using the frequency do-
main representation of the incident signal Ref evaluated at the
harmonic frequencies, the reflection coefficient SDSO based on
the time-domain measurement for each state can be obtained
as

SDSO,i[k] =
Bit i[k]

Ref [k]
. (5)

As no overtones are present in the signal output by the VSG,
all reflection coefficients were calculated using the incident
wave at the fundamental frequency as the amplitude and phase
reference. The resulting voltage reflection coefficient at the
ports of the DSO can then transformed to the desired reference
planes. To obtain the reflection coefficient at the SMA port of
the test fixture STest,DSO , Coupler 2 and its connecting cables
have to be de-embedded using the following formula.

STest,DSO,i = SDSO,i ·
S32,coup · S41,coup

S21,coup
, (6)

where the S parameters with port numbers denote the S
parameters of coupler 2. This method is performed for the
scavenging state as well as the reflecting state to obtain
both complex reflection coefficients at integer multiples of
the fundamental frequency. Due to the used coupler 2, the
proposed method allows a characterization up to the third
harmonic, but can be easily expanded as most DSO’s and
VNA’s offer a wider bandwidth. The reflection coefficient can
further be transformed to the reference plane directly at the
terminals of the RFID chip by using the 3-term error model
obtained using the fabricated SOL-calibration standards and
sketched in Fig. 5.

Impinj Monza R6 [20] NXP G2XM [21]
Pth-datasheet -20 dBm -15 dBm
Pth-DSO -17.82 dBm -13.89 dBm
Pth-VNA -17.55 dBm -13.05 dBm
Z-datasheet (14.13-129.43)Ω —
Z-DSO (16.5-126.5) Ω (27.1-147.2) Ω
Z-VNA (18.8-130.3) Ω (35.0-154.1) Ω

TABLE II
SENSITIVITY AND IMPEDANCE OF THE INVESTIGATED RFID CHIPS AT

868 MHz

IV. RESULTS

The following section shows measurement results for two
different commercially available UHF RFID chips: (1) NXP
G2XM [21] and (2) Impinj Monza R6 [20].
The voltage reflection coefficient was measured simultane-
ously with the VNA and deduced from the DSO measurement,
as described in sections II and III. Fig. 7 shows a comparison
of the reflection coefficients at the fundamental frequency as
a function of the power at the RFID chip terminals. It can be
seen, that the scavenging states, as expected, show a strong
dependence on the input power. The measurements of both
different measurement techniques show a good agreement for
the scavenging state and a slight discrepancy in the reflective
state. This behaviour is expected to be due to a slightly
different matching condition present at the ports of the VNA
compared to the ports of the DSO.

The chip sensitivity Pth is clearly visible and similar in both
measurements. Using

Pth = POn · (1− |SChip|2), (7)

the corresponding values for the sensitivity are Pth,VNA =
−17.55 dBm and Pth,DSO = −17.82 dBm, which are in good
agreement. POn denotes the turn-on power, which corresponds
to the minimum power, where two different modulation states
are visible. The difference between the datasheet value [20]
and the values measured is expected to be due to a different
query command sent to interrogate the tag and a 50 Ω source

0.2 0.5 1 2 5
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2

5
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−0.5

−1

−2

−5

Monza R6 Bit 0
Monza R6 Bit 1
NXP G2XM Bit 0
NXP G2XM Bit 1

Fig. 8. Smith chart visualizing the reflection coefficients of the investigated
chips as a function of input power at 868 MHz
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Fig. 9. Power reflection coefficients at the first three harmonic frequencies;
f0 = 868 MHz (Monza R6)

impedance directly at the RFID chip terminals as stated
in [21]. According to [22], EPC C1G2 protocol parameters
influence the sensitivity of the communicating RFID chip. The
obtained sensitivities and impedances at the power threshold
are listed in Table II. The shown similarity in the obtained
reflection coefficient furthermore proves, that calculating the
reflection coefficient from the DSO measurement provides
sufficient accuracy and thus, can be used solely in future
measurement setups.

In Fig. 8, the reflection coefficients of both investigated
RFID chips are visualized in a Smith chart. Using this repre-
sentation, a major difference between the two chips becomes
visible. The second state of the NXP chip shows far less power
dependence compared to the Impinj chip. This behaviour
results in a better separation of the impedance states, but
also influences the energy harvesting during the back-scatter
communication.

The reflection coefficient equivalents were calculated from
the DSO measurement at all evaluated harmonics and vi-
sualized in Fig. 9. It can be seen, that the message back-

−10 −5 0 5 10 15
−60

−40

−20

0

PTest [dBm]

|Reflected | [dB]

1st harmonic
2nd harmonic
3rd harmonic

Fig. 10. Harmonic reflected power as a function of input power at f0 =
868 MHz (Monza R6)

scattered towards the reader is also present in the overtones.
At the overtones the power reflection coefficient, for both load
modulation states show a relatively constant behavior as a
function of power compared to the fundamental frequency.

From the obtained reflection coefficients, the back-scattered
signal strength can be calculated. This measure can also be
obtained using a power spectral density (PSD) analysis, as
proposed in [6] and thus, allows a comparison of the measure-
ment methodologies. Fig. 10 shows the back-scattered signal
strength calculated from the obtain reflection coefficients at the
fundamental frequency, as well as at the evaluated harmonics.
The signal strength of the third harmonic is predominant
throughout the power sweep.

V. CONCLUSION

The presented measurement platform allows for a measure-
ment of both the incident and reflected waveforms at the
terminals of a UHF RFID chip using a DSO. With the pro-
posed signal processing methodology, a time-domain reflection
equivalent can be computed. Additionally, a standard reflection
coefficient measurement using a VNA can be performed. This
measure has been used to validate the DSO measurement and
the consecutive signal processing steps. Using the proposed
measurement setup, a full characterization of the nonlinear
behavior of UHF RFID chips can be performed, allowing
also the calculation of typical linear RFID chip parameters,
such as the sensitivity and the impedance at the fundamental
frequency. Based on the results proving the validity of the DSO
measurement, the platform - without the VNA - represents a
simplified, yet accurate tool for investigating novel technolo-
gies in the area of harmonic exploitation in UHF RFID.
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Selecting impedance states in a passive
computational RFID tag backscattering in PSK

Florian Muralter, Hugo Landaluce, Ruben Del-Rio-Ruiz, Asier Perallos

Abstract—A methodology to carefully select the impedance
states of a backscatter PSK load modulator in a passive com-
putational UHF RFID tag is presented. Considering the most
significant tag read range limitations reader sensitivity, power
transmission and Bit Error Rate, the proposed selection results
in a constant power transmission to the energy harvester and thus
in an increase of the average power at the input of the energy
harvester during tag-to-reader communication. A graphical tool
to select the modulator impedance states using a Smith chart is
proposed.

Index Terms—passive modulated backscatter, computational
radio frequency identification (CRFID), tags, power reflection.

I. INTRODUCTION

PASSIVE, computational ultra-high-frequency (UHF) ra-
dio frequency identification (RFID) tags are battery-free

transponders with limited computational power, used to exe-
cute simple tasks. The power needed for operation is harvested
from the incident RF field radiated by the RFID reader. This
RF signal also represents the carrier of the downlink (reader
to tag) and the uplink (tag to reader) communication. The
uplink most commonly deploys backscatter load modulation,
which is based on the antenna scattering theorem [1]. Thus,
the impedance seen by the terminals of the tag’s antenna is
switched between two states to achieve either binary amplitude
shift keying (ASK) or binary phase shift keying (PSK) load
modulation. One of the most relevant tag characteristics - the
tag read range - strongly depends on the power transmission
to the implemented RFID chip, which is restricted by the
impedance match between antenna and chip. Considering this,
[2] suggests to rather use PSK modulation for the uplink
communication, as it offers the possibility to achieve the same
power transmitted to the chip for all implemented impedance
states.
This work presents a tool to determine the additional mod-
ulator impedance states needed for backscattering a PSK
modulated signal. Previous publications have considered this
problem, but either chosen constellation states with a max-
imum backscatter amplitude (possible only in semipassive
tags) [3], or used a mixed ”PSK” modulation format, which
decreases the inter-symbol-difference [4] and does not allow a
constant input power at the harvester for a fixed tag to reader
distance. The proposed method considers a given antenna
design and a given energy harvester (main contribution to
the chip impedance ZC), adapting the modulator to their
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Fig. 1: Equivalent model of a sample RFID tag in the receiving
mode with additional modulator and matching network.

impedances. We present a graphical representation of the read
range limitations and propose a method for the modulator
impedance selection which increases the average power avail-
able for harvesting during the tag-to-reader communication.

II. METHODOLOGY

A. Power Reflection Coefficient Analysis

Considering the equivalent circuit for the tag in its receiving
mode, shown in Fig. 1a, the power wave reflection coefficient
according to [5] is defined as:

s =
ZC − Z∗

A

ZC + ZA
(1)

This measure plotted on a Smith chart, normalized to the
resistance of the antenna RA at a given frequency, corresponds
to the vector drawn between the origin of the Smith chart and
the mapped normalized impedance [6]

r + jy =
RC

RA
+ j

XC +XA

RA
. (2)

The squared magnitude of the power wave reflection coef-
ficient s yields the power reflection coefficient |s|2. Thus, the
contour of a circle with radius |s|2 centered at the origin of
the Smith chart, stands for a line of equal power reflection.

B. Tag Read Range

The tag read range is considered one of the most significant
tag characteristics [2], [7]. This limitation of RFID tags,
is mainly influenced by the following three RFID system
properties:

• Power transmission: considering all power limiting fac-
tors between the reader and the tag’s chip

• Reader sensitivity: a measure for the sensitivity of the
reader to the incoming back-scattered tag signal

• Bit Error Rate (BER): describes the effect of symbol
proximity due to channel alterations
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1) Power Transmission: Given a minimum power Pth,
needed for the chip to start operating and given the antenna
characteristics, the maximum achievable read range rmax

considering a free space environment can be calculated by

rmax =
λ

4π

√
Pt ·Gt ·Gr · (1− |s|2)

Pth
, (3)

with Pt denoting the transmitted reader power, Gt the gain of
the transmitting antenna and Gr the gain of the tag antenna
[6]. All parameters in (3) can be considered slowly varying

with frequency, except for the power reflection coefficient |s|2,
which presents the largest contribution to tag resonance [8].
Therefore, given a read range distance rmax to be achieved
during tag optimization, one can use (4) to obtain the maxi-
mum power reflection coefficient for receiving the threshold
power Pth at the chip.

|s|2u = 1−
(

4πrmax

λ

)2
Pth

Pt ·Gt ·Gr
(4)

A circle drawn on the Smith chart, with the calculated power
reflection coefficient |s|2u as the radius thus represents the
maximum tag read range. For any mapped impedance point
inside this circle enough energy can be harvested by the tag
to start operating (see Fig. 2).

2) Reader Sensitivity: Another factor limiting the read
range of a tag is the sensitivity of the RFID reader [6]. The
power of the back-scattered signal received at the reader Pr

can be described by,

Pr = σPtG
2
t

(
λ

4πr

)2

(5)

with σ representing the Radar Cross Section (RCS) of the tag

σ =
(λGrRA)

2

π|ZA + ZC |2
. (6)

Substituting the power reflection coefficient into (6) into (5),
the minimum power reflection coefficient |s|2 to receive a
backscatter signal amplitude higher than the reader sensitivity
Pr can be computed as

|s|2l =
16π3r2

λ4
· Pr

Pt (GtGr)
2 ·
|ZC − Z∗

A|2
R2

A

. (7)

The resulting power reflection coefficient is plotted in Fig. 2 as
the inner radius and thus represents a lower bound. As stated
by [6], |s|2 will, at typical operating conditions, not be the
read range limiting factor.

3) Inter-Symbol Difference: Considering impedance states
which are in agreement with the two above conditions, the
BER represents an additional measure that has an impact on
the read range. According to [4] a minimization of the BER
corresponds to a maximization of the distance between two
power wave reflection coefficients, which for a pure PSK
modulation represents a maximization of the distance between
their angles φi.

max {BER}
Mod=PSK

=̂ max{|φ1 − φ2|} (8)

Z
C

Z
C,m

Z
C1

Im

Re

|s|2u

Fig. 2: Lower and upper power reflection limits mapped onto
the Smith chart normalized to RA = 62Ω.

4) Visualization: Given the maximum power reflection to
keep the tag operating |s|2u and the minimum power reflection
to keep the back-scatter signal amplitude above the reader
sensitivity |s|2l , the Smith chart can be normalized, such
that the unit circle represents this maximum value. Thus, all
impedance states within the resulting Smith chart in Fig. 3
will create enough power up to the predefined tag-reader
distance rmax.

III. SELECTION OF IMPEDANCE STATES

In binary PSK the carrier wave is switched between two
phase states, which are commonly chosen to be separated
by π. Considering (8), this reflects to the maximum phase
difference for two possible symbols. To achieve a power
reflection coefficient |s|2 that allows the tag to operate, an
impedance transformer (matching network) is used. For the
presented case study, a L-network with a series inductance
of Lm = 72nH and a shunt capacitance of Cm = 1pF was
used (see Fig. 1b). The matched chip impedance ZCm

, which
lies within the ring spanned by the bounding conditions |s|2u
and |s|2l (see Fig. 2) can then be modulated. For a chosen
passive, commercial, computational RFID tag [9] with the
characteristics shown in Table I, ZC1 = (30.39 − j43.48)Ω,
the corresponding power reflection coefficient calculated using
(4) is |s|2 = 0.23.

Using the Smith chart to determine the second state of
the load modulator, the matched chip impedance ZC1 can
be mirrored on the origin of the Smith chart, resulting in an
impedance state ZC2, phase shifted by π with the same power
reflection coefficient and thus the same power delivered to
the chip at both states of the tag-to-reader communication.
Mathematically this can be easily achieved by adding π to the
argument of the complex impedance. For M-PSK modulation,

TABLE I: Tag Characteristics at fc = 915MHz [9]

Gr Pth ZA rmax ZC

1.64 −14dBm (62 + j13)Ω 5m (51 + j460)Ω
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deal)

umped)

Re

Im

Fig. 3: Smith chart normalized to |s|2u = 0.5633 showing the
calculated constellation, and the one using lumped elements.

only the phase angle to determine the additional states has to
be adapted:

arg(ZCk) = arg (ZC1) +
2π(k − 1)

M
(9)

with k = 1...M to yield a e.g. 4-PSK (M=4), 8-QPSK (M=8)
constellation.

To determine the values of the lumped elements to be used,
a graphical approach using the Smith chart, or a mathematical
solution similar to an impedance matching process are possi-
ble. The calculated lumped elements (Table II) are placed as
a L-network (Fig. 1b), where the circuit in Fig. 1b is inserted
at the ports A, B of Fig. 1a. The corresponding Smith chart,
illustrating the solutions for binary PSK and 4-PSK, is shown
in Fig. 3.

Taken into account, that for all implemented modulator
impedance states, the power reflection coefficient will be
equal, the power transmitted to the input of the energy
harvester will be equal during all states of operation (see
Fig. 4). Thus, a ”0”-bit and a ”1”-bit corresponding to the
modulator impedance states ZC1 and ZC2 respectively, will
result in the same |s|2. Considering a duty cycle of 60 to
75% as for a communication according to [10], an increase of
the average harvestable power during uplink communication
is achieved. Hence, the back-scatter signal amplitude, as
expected for PSK modulation, is constant during the tag-to-
reader communication.
The proposed method considers the chip impedance at Pth

and thus, does not take into account non-linearities of the chip
impedance with respect to the input power. Future work should
investigate the influence of a varying chip impedance on the
read range and on the resulting constellation.

TABLE II: Calculated normalized impedance states and their
corresponding lumped elements ZM1, ZM2 using a L-network

Modulation Bit I/Q ZM1 ZM2

BPSK/QPSK 0 -0.0988 - 0.5171i - -
BPSK 1 0.0988 + 0.5171i 6.8nH 0.5pF
QPSK 01 -0.5171 + 0.0988i 3pF 18nH
QPSK 10 0.0988 + 0.5171i 6.8nH 0.5pF
QPSK 11 0.5171 - 0.0988i 1pF 15.8nH

back-scatter signal amplitude power available at harvester

"0"

"1"

"0"

"1"

"0"

"1"

max. available power

power threshold harvester

ASK

PSK [10]

PSK [proposed]

Fig. 4: Comparison of existing and proposed load modulation
performance

IV. CONCLUSION

The careful selection of load impedances in passive compu-
tational RFID tags is a critical task, as it strongly affects the
performance of the tag. PSK modulation in the uplink commu-
nication offers a possibility to achieve a power transmission to
the energy harvester, which is not influenced by the state of the
transmission. The offered solution generates a higher average
power presented to the chip. In the special case of additionally
supplying a sensor this can yield a significant increase of the
tag read range. We showed that for a given antenna design
and energy harvester, the modulating impedances were chosen
guaranteeing operation at the requested distance.
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3.6 A Fully Customizable RFID Research Platform with
Exchangeable Modules

3.6 A Fully Customizable RFID Research Plat-

form with Exchangeable Modules

3.6.1 Preface

The design and implementation process of the passive, modular, computa-

tional UHF RFID research platform presented in the corresponding article

was performed by the author of this thesis in the laboratory of the DeustoTech

Institute of Technology and at the Associate Professorship for Microwave En-

gineering of the Technical University Munich. The measurement’s were car-

ried out Laura Arjona, Florian Muralter and Hugo Landaluce. Asier Perallos

supervised the whole process. All authors were included in the article’s prepa-

ration and revision procedure.
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A Fully Customizable RFID Research Platform
with Exchangeable Modules

Florian Muralter∗, Laura Arjona, Hugo Landaluce, Asier Perallos

Abstract—This manuscript presents the design and implemen-
tation of a passive, modular, computational ultra high frequency
(UHF) radio frequency identification (RFID) research platform.
The proposed platform consists of a software defined radio
(SDR) reader and a modular UHF RFID tag. Such a tag
can be subdivided into a number of modules (e.g., Modulator,
Rectifier, etc.), which have been separated and optimized for
easy connectability using sub-miniature A (SMA) connectors and
standard jumper wires. Experimental results of module specific
parameters show the accessibility of each section and prove the
platform’s value for designing novel UHF RFID solutions.

Index Terms—power reflection, nonlinear analysis, radio fre-
quency identification (RFID)

I. INTRODUCTION

Ultra high frequency (UHF) radio frequency identifica-
tion (RFID) represents an automated identification technol-
ogy mainly used in logistics and asset tracking. The direct
adaptability of RFID to the demands of supply chains, goods
tracking and monitoring, traceability of patients, or the man-
agement of medication for elderly people are a number of
applications that have, in recent years, increased the popularity
of this technology. [1]
A standard UHF RFID system, as shown in Fig. 1, consists
of at least one interrogator (reader) and a minimum of one
transponder (tag). Such platforms communicate in the indus-
trial, scientific and medical (ISM) band around 900 MHz
using the EPC Class 1 Generation 2 (EPC-C1G2) commu-
nication standard. Depending on the region of operation, the
frequency bands and regulations differ (e.g., EU...865-868
MHz; NA...902-928 MHz) [2]. UHF RFID tags can be grouped
depending on the technology incorporated:

• RFID identification only: The simplest version of an
RFID tag is solely used to uniquely identify objects
equipped with an RFID tag.

• RFID sensing: These RFID tags incorporate sensors to
measure e.g., the temperature, humidity, etc., storing the
acquired values in the internal memory of the RFID chip,
to be consecutively read by the reader using an EPC-
C1G2 read command.

• Computational RFID: Computational RFID tags use low
power microcontrollers to perform simple computational
tasks. In some research platforms, the EPC-C1G2 logic
is also implemented in the microcontroller (e.g., [3], [4]).

Manuscript received , .
This work has been part-funded by the Basque Government under the

project IoTrain (RTI2018-095499-B-C33).
F. Muralter (e-mail: florian.muralter@deusto.es), L. Arjona, H. Landaluce

and A. Perallos are with DeustoTech - University of Deusto.
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Fig. 1. Illustration of an RFID based Wireless Sensor Network (WSN).

Tags can also be grouped considering their power source
[5]:

• passive RFID tags typically consist of an antenna and the
RFID chip. The tag-to-reader communication is achieved
by backscattering a certain part of the incident electro-
magnetic wave using load modulation at the antenna
terminals. The energy needed for the RFID chip to
operate is harvested from the incident electromagnetic
wave. (e.g., NXP Ucode 8 [6], Impinj M700 Series [7])

• semi-passive RFID tags also use backscattering to com-
municate with the interrogator but are provided with an
external (e.g., battery) power source as the power supply.
Most of these chips can be used passively, but an external
power source can be connected to extend their read range.
(e.g., Impinj Monza-8k [8], Farsens Rocky100 [9])

• active RFID tags use a power supply to provide suffi-
cient energy to the RFID chip and incorporate an active
transmitter to respond to the messages received from the
reader. (e.g., Nordic Semiconductor nRF52832 [10])

A typical passive UHF RFID tag consists of several modules
performing certain tasks. Fig. 3 (Tag) shows a block chart
visualizing the signal flow in such a tag with an additional
external sensor. Each of the mentioned modules presents a
distinct area of research, indispensable for the improvement
and progress in UHF RFID. Given the growing importance
of RFID sensing and computational RFID, the requirement of
being able to investigate and design each section separately,
to meet the specific needs of the desired application, both on
the reader as well as on the tag side, becomes more evident.
This article presents the design and implementation of a
passive, modular, computational UHF RFID research platform
with sensing capabilities. The proposed platform consists of a
software defined radio (SDR) modular UHF RFID reader and
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Fig. 2. Modular, passive, computational UHF RFID research platform.

the corresponding modular, passive, computational UHF RFID
tag. The easy interconnection of the different tag modules
using jumper wires and subminiature A (SMA) connectors
provides the opportunity of investigating and evaluating the
performance of each section separately. The execution of the
EPC-C1G2 logic by the deployed microcontroller unit (MCU),
in addition to the SDR reader, offers the additional possibility
to investigate and implement novel approaches considering the
RFID communication protocol. Thanks to this architecture, the
researcher does only have to consider designing the module
of the investigations and can use all other modules unaltered.
The presented experimental results provide insight on the
accessibility of the described modules and performance details
of the presented platform. Finally, a comparison of specially
designed modules is shown to prove the value of the platform
for developing novel UHF RFID solutions.

II. RELATED WORK

The following section investigates, reviews, and discusses
the state-of-the-art of both SDR reader implementations and
passive, computational UHF RFID tags.

A. UHF SDR RFID reader

Commercially available readers present optimized interroga-
tor designs operating according to the implemented standard.
Nevertheless, they lack flexibility when considering them for
research [11]. The possibility to change certain parameters of
the EPC-C1G2 or to adapt the protocol yields an important
task when designing novel RFID solutions. Thus, SDR UHF
RFID readers represent a flexible alternative.
UHF SDR readers have evolved during the last decade. The
first steps towards interrogators incorporating the full protocol,
were RFID listeners. Both De Donno in [12] and Buettner in
[11] presented RFID monitors based on an Ettus Research
Universal Software Radio Peripheral (USRP). These devices
use a standard commercial reader for communicating with the
RFID tags, whereas the SDR platform is used to capture and
decode the transmit and receive signals of both the interrogator

Ant

RX TX

Reader

Fig. 3. Architecture of the presented modular UHF RFID research platform.

and the transponder. Based on the RFID listener presented in
[13] a full SDR implementation of a EPC-C1G2 reader was
proposed in [11], [14]. This platform uses a USRP 1 connected
to a host computer to send and receive the interrogator specific
commands. The RF frontend of the RFX900 daughterboard is
used with a separate RX and TX antenna. The implementation
of the protocol is done using the open-source GNU radio
software architecture. In [15] a fully-coherent EPC-C1G2 SDR
reader based on [11] was presented. This open-source available
implementation is designed to work with commercial UHF
RFID tags responding with FM0 encoding and a backscatter
link frequency (BLF) of 40 kHz, corresponding to a tag data
rate of 40 kBits/s. This design uses a single transceiver board
on a USRP 2 connected to separate RX and TX antennas, thus
not allowing to investigate a typical scenario of one RX/TX
antenna, as commonly used in commercial UHF RFID readers.

B. Passive computational UHF RFID tag

Passive computational and passive sensor UHF RFID tags
represent a recent addition to the field of UHF RFID. While
a number of commercially available UHF RFID tags with
sensors or additional interfaces for sensors (e.g., AMS SL900A
[16], Farsens Rocky100 [9], Impinj Monza 8K-Dura [8]) have
been released, the number of research platforms allowing more
flexibility considering the communication protocol is still lim-
ited. However, approaches using integrated circuit (IC) UHF
RFID chips to perform the communication task according to
the EPC-C1G2 standard, but being altered to host computing
and sensing capabilities, have been presented. RAMSES, the
RFID Augmented Module for Smart Environmental Sensing
[17] and SPARTACUS, the Self-Powered Augmented RFID
Tag for Autonomous Computing and Ubiquitous Sensing [18],
[19] represent such platforms, benefiting from the low power
thresholds achieved by commercially available UHF RFID
chips, but adding the size constraint of a second antenna
needed for energy harvesting. Furthermore, considering all
mentioned platforms and chips, none of them yields the pos-
sibility to adapt the protocol layer. The Wireless Identification
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TABLE I
COMPARISON OF STATE-OF-THE-ART PASSIVE COMPUTATIONAL/SENSOR UHF RFID PLATFORMS

Platform/Publication Sensitivity Read Range Number of Antennas EPC in MCU Detachable Commercial
WISP [3] −9.5 dBm 4.3 m 1 Yes No No

AMS SL900A [16] −15 dBm 11.9 m∗ 1 No No Yes
Farsens Rocky100 [9] −14 dBm 16.2 m∗ 1 No No Yes

Impinj Monza X-8k Dura [8] −19.1 dBm 19.1 m∗ 1 No No Yes
RAMSES [17] −17 dBm 22 m 2 No No No

SPARTACUS [18], [19] −9.5 dBm 3 m 2 No No No
Fabbri et al. [4] −16 dBm 7 m 1 Yes No No

This work −8 dBm 5.3 m+ 1 Yes Yes No

and Sensing Platform (WISP) presented in [3] was the first
released passive, programmable, open-source UHF RFID re-
search platform incorporating sensing capabilities, incorporat-
ing the EPC-C1G2 communication protocol in the MCU. This
architecture has, during the last decade, been improved and
expanded by its developers as well as by other researchers. The
latest version is the WISP 5.1, whose hardware and firmware
details are available in [20]. A platform with extended read
range and a monopole antenna, but based on the architecture
and implementation of the WISP has been published in [4].
Furthermore, the WISP has recently been adapted to offer
an undergraduate learning tool, equipped with a light sensor
[21]. Table I shows a comparison of the available architectures
considering important platform specific parameters and details.
The read ranges marked with an asterisk have been calculated
using

r =
λ

4π

√
EIRP ·GT

PTH
, (1)

where λ denotes the wavelength, EIRP the maximum
allowed Effective Isotropic Radiated Power, GT the antenna
gain of the tag and PTH the threshold power. The parameters
used are fc = 915 MHz, EIRP = 4 W and GT = 2 dBi.
The read range stated for the proposed platform, marked with
a superscript plus, have been extrapolated considering the
before mentioned parameters, to provide better comparability
as the SDR reader only provides a maximum power output
POUT = 20 dBm.
Considering these investigated SDR based UHF RFID reader
architectures and the reviewed passive, computational UHF
RFID tags, no platform consisting of a compatible reader and
tag architecture with higher tag data rates of BLF ≥ 160 kHz
as used in passive computational tags has yet been presented.
This allows for a full customization of the communication
protocol, including a complete interchange of the multi-access
strategy, not being limited to the EPC C1G2. Furthermore,
none of the current architectures yields the possibility to detach
the modules, allowing for the investigation of a single section
without having to adapt the complete platform. The changes
can be summarized as:

III. MODULAR UHF RFID PLATFORM

This section presents a detailed explanation of the proposed
modular UHF RFID research platform, regarding both the
SDR UHF reader and the passive, modular, computational
UHF RFID tag.

TABLE II
EPC-C1G2 PARAMETERS AND LUMPED COMPONENT VALUES USED IN

THE PROPOSED PLATFORM.

Parameter Value Component Value
Delimiter 12.5 us CM 6.8 pF

TARI 12.5 us LM 8.2 nH
Divide Ratio 8 CD1 3.3 pF
Tag Encoding FM0 CD2 4.7 pF

BLF 160 kHz CB1 = CB2 10 pF
Pilot Tone No C EH 10 pF

C WU 33 pF
R WU1=R WU2 1 MΩ

C WU1 0.1 uF
RSYS1 1 MΩ
RSYS2 9 MΩ

RPGOOD1 3.9 MΩ
RPGOOD2 6.1 MΩ

A. UHF SDR RFID reader

The reader design presented in this work uses an Ettus
Research USRP N210 with an SBX daughterboard. The com-
munication to the USRP is established from a computer with
Ubuntu 18.04 as the operating system via a gigabit network ca-
ble. GNURadio 3.7.11 is used, where out-of-tree modules are
programmed in C++ and the interconnection of the modules is
achieved using a Python script. The firmware implementation
is based on the open-source platform presented in [15], but has
been altered to provide further flexibility in the communication
with computational RFID tags.

• To provide the possibility of using a single TX and RX
antenna as typically used in commercial RFID readers
and to also be able to connect a tag directly to the in-
terrogator via an SMA connector, a Mini-Circuits ZFDC-
15-10-S+ coupler was added as shown in Fig. 3 (Reader).

• The design originally implemented for identification only,
was expanded to incorporate the full Read cycle accord-
ing to the EPC C1G2 communication protocol in order to
obtain the measurements from CRFID sensors. Thus, the
reader-tag communication sequence of ReqRN-Handle-
Read-Data has been implemented.

• To enable a communication with the proposed modular
tag, the reader implementation was adapted to work with
a BLF of 160 kHz.

An Alien Technology ALR-A0501 6 dBi circular polarized
antenna [22] was used as the reader antenna.
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Fig. 4. Schematic of the modules fabricated on custom PCBs (Modulator, Rectifier, Demodulator).

B. Modular passive computational UHF RFID tag

The modular transponder presented in this work (see Fig. 2)
is built using the architecture shown in Fig. 3 (Tag). The
proposed module and platform designs have been investigated,
separated and adapted to yield an easily adaptable platform
allowing the accessibility of each module. The antenna design
used in Fig. 2 is based on [23]. For the energy harvester
(EH), the MCU and the sensor, commercially available
evaluation boards were used. The Analog Devices ADP5090
was chosen as the EH because of its low start-up power of
16µW. To make it compatible with the available firmware
for the WISP 5.1 [20], the MSP430FR5969 microcontroller
was chosen. Nevertheless, the firmware had to be adapted
to allow operation with the evaluation board, as most of the
pin configurations used on the WISP are not wired on the
evaluation board. The low power accelerometer evaluation
board EVAL-ADXL362Z [24] was chosen as a sensor and
directly connected to the headers of the evaluation board of
the MCU. The modulator, rectifier and demodulator designs
were built on custom fabricated printed circuit boards (PCBs)
as follows:

1) Modulator: The load modulator used for this platform
consists of a microstrip line designed with an impedance of
50 Ω and a dual gate N-channel MOSFET (Toshiba 3SK293)
connected with its drain terminal to the middle of the mi-
crostrip line and the source terminal to ground (see Fig. 4).
The first and second gate are used as the input and, thus,
connected to the TX pin of the MCU.

2) Rectifier: The rectifier PCB produced as part of the
proposed modular tag is based on the design presented in
[4]. This section incorporates an L-type matching network
consisting of an RF inductor LM = 8 nH and a CM = 6.8 pF
capacitor. The matching network is considered part of the
rectifier, as the rectifier stages represent the main contribution
to the impedance of the RFID tag. The following capacitive
power divider (CD1 = 3.3 pF, CD2 = 4.7 pF) separates the
part of the input signal used for the energy harvesting and
the part used for the wake-up radio. CB1 = CB2 = 10 pF
capacitors are further used to block any DC current before
entering the rectification stages based on Skyworks SMS7630

Fig. 5. Setup used for the measurement of the tag read range.

series pairs Schottky diodes, which are specially designed for
low power, high frequency application.

3) Demodulator: The actual decoding and demodulation
of the signal is performed by the MCU. The analog circuitry
shown in Fig. 4-Demodulator is designed to obtain a logic
digital signal at the RX pin of the microcontroller. The rectified
voltage signal VWU at the input of the demodulator section
already represents a baseband signal, having subtracted the
carrier wave during the rectification step. An STMicroelec-
tronics TS881 is then provided with VWU at the positive input
and a low pass filtered and halfened (resistive divider) signal
at the negative input. The output signal of the demodulator
module then represents a logic signal with VCC as the logic
high voltage.

IV. PERFORMANCE EVALUATION

The following section presents experimental results obtained
using the proposed modular platform. Different approaches
have been implemented for some of the modules to show the
ability to modify each section separately without altering the
remaining modules and to prove the value of the platform
for designing novel UHF RFID solutions. The measurement
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Fig. 6. Constellation of the 2 different investigated modulator designs.

setup used for the performance evaluation is shown in Fig. 5.
The platform agrees with the architecture presented in Fig. 3
and the tag antenna was fabricated according to the design
proposed in [25].

A. Modulator

Two different modulators have been designed and measured.
The common approach of using a MOSFET to short the RF
signal to ground, as used in the WISP was investigated using
two different dual-gate N-channel MOSFETs. Modulator 1
was built using a Toshiba 3SK293 MOSFET, where Modulator
2 uses an NXP BF1105R MOSFET. Both setups were used
with the TX signal connected to both gates, as this approach
yielded the largest change of the reflection coefficient. Fig. 6
shows the received constellations of the designed modulators
visualized using the RX signal digitalized on the USRP.
The received signal’s DC component has been subtracted,
the channel of Bit 1 estimated and its conjugate multiplied
to the signal representation to achieve the mapping of Bit
1 onto the real axis. Thus, the two states present on the
real axis correspond to the two tag states (absorbing state;
reflecting state), whereas the third visible cluster represents the
modulated state of the reflected reader signal. The mentioned
clusters were then estimated using a k-means algorithm in
MATLAB 2018b to facilitate the localization of the centroids.
It can be seen that the constellations not only yield a different
angle, but also result in a different amplitude, which also
influences the sensitivity of the tag, as this measure represents
the modulation depth.

B. Rectifier

Fig. 7 shows the open circuit output voltage of the rectifier
VEH as a function of the input power at the SMA connector.
A continuous wave signal was applied using an RF signal
generator. The voltage thresholds of the energy harvester
have been added to the figure to visualize the power needed
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Fig. 7. Output voltage of the rectifier section as a function of input power
at the SMA port.

for first activation and for operation after the cold start-
up of the EH. The minimum needed voltages according to
the EH datasheet [26] are typically VTH,cold = 380 mV for
the cold start-up case and VTH,on = 100 mV after having
passed first activation. These values would represent tag power
sensitivities of PTH,cold = −11 dBm for first activation and
PTH,on = −20 dBm after cold start-up corresponding to read
ranges of 7.43 m and 20.87 m, respectively. These theoretical
read ranges r were calculated using (1). For the calculation,
GT = 2 dBi as typical for a dipole antenna and EIRP = 4 W
as the maximum allowed in the FCC region fc = 915 MHz,
was considered. Given the charge-pump architecture of the fol-
lowing EH section, these theoretical values would correspond
to an infinitely long continuous wave allowance before starting
communication.

C. Energy Harvester

The ADP5090 evaluation board is equipped with var-
ious test points. Given the minimum operating voltage
Vminop,MCU = 1.8 V, the system operation voltage VSYS,op

and the VPGOOD,th threshold of the EH section can be
set using resistive dividers. The corresponding resistor ratios
RSYS and RPGOOD have been deducted from the formulas
stated in the corresponding datasheet [26]

RSYS =
2

3

VSYS,op

VREF
− 1, (2)

RPGOOD =
VPGOOD,th

VREF
− 1, (3)

where VSYS,op and VPGOOD,th denote the desired voltage
levels and the voltage reference is typically VREF = 1.21 V.
The chosen values for the corresponding resistors, given the
suggestion of a 10 MΩ resistive divider are stated in Table II.
Considering these selected resistors the calculated correspond-
ing voltage levels are VSYS = 2.02 V and VSYS = 1.85 V. The
resulting voltages at the EH VIN, VSYS and VCC were mea-
sured using a digital oscilloscope. Fig. 8 shows the measured
voltages as a function of time, during reader interrogation.
Considering VIN, the start of the reader interrogation is visible
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Fig. 8. Voltage signals at the EH module.

as the first step from 0 V to slightly above 0.4 V. The time
following this step is then needed for the harvester to boost
the voltage to a level above the programmed threshold of the
PGOOD pin. This period can be identified by the increasing
VSYS. Once VSYS surpasses VPGOOD,th the voltage VPGOOD

is used to switch on the system load. Like this, the port of
the EH connected to the load is kept in a high impedance
state until enough power is available. Each VCC high state
thus represents the time where the tag is able to respond.

D. Protocol

As both the reader and the tag are re-programmable, this
platform also allows to adapt the protocol layer. The approach
presented in [27] was used to provide a comparison of two
different communication strategies to receive data from the
tag using a Read command. This alteration of the EPC-
C1G2 protocol uses one single identification phase (Query-
RN16-ACK-EPC) for a defined number of consecutive Read
commands. The EPC-C1G2 Handle received at the reader
is stored and used for sending these consecutive Read com-
mands, thus, achieving a higher read data rate. Fig. 9 shows
the communication using the two different strategies, with the
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Fig. 9. Signalling of a multiple data read sequence executed using the EPC-
C1G2 and a modified version presented in [27].

command sequence indicated. It can be seen that the first
four reader-tag-reader message exchanges until the reception
of the first data sequence, represent identical commands in
both strategies. However, after the first identification phase the
approach visualized in the bottom graph is sending consecutive
Read commands requesting a new data sequence from the
corresponding tag each time a reader message is sent. Given
a single tag in the surrounding of the reader, the visualized
communication sequence, shows that using [27], 4 data reads
have been established in the same time as 2 reads using the
typically deployed EPC-C1G2 approach.

E. Limitations

Besides the benefits achieved by creating a passive, compu-
tational UHF RFID platform with easily exchangable modules,
the platform’s read range is limited due to the maximum
transmit power Pmax = 20 dBm of the USRP N210 with an
SBX daughterboard. Furthermore, providing easy accessibility
and connectability by using jumper wires and SMA connectors
on the tag side yields a circuitry, which is not optimized for
a maximized read range.

V. CONCLUSION

In this article we presented a passive, modular, computa-
tional UHF RFID research platform, consisting of an SDR
UHF RFID reader and a modular, passive, computational UHF
RFID tag. The proposed architecture allows the researcher
to investigate each tag module of a typical UHF RFID chip
separately and without modifying the other sections. Thus, the
proposed design yields improved flexibility when investigating
novel RFID solutions. The experimental results prove the
capabilities of the platform considering the measurement of
module specific parameters for the incorporated sections.
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A passive computational UHF RFID platform using
vector backscatter modulation
Florian Muralter˚, Laura Arjona, Hugo Landaluce, Asier Perallos

Abstract—This article presents the design and implementation
of a passive, computational ultra high frequency (UHF) radio
frequency identification (RFID) platform using vector backscatter
modulation on the uplink (tag-to-reader). The proposed RFID
system consists of a software defined radio (SDR) reader and the
corresponding passive, computational tag. The communication
protocol is firmware-implemented, thus offering high flexibility
in configuring its functionalities. A dual-gate MOSFET is used
to implement the vector backscatter modulator. Experimental
results prove the feasibility of the platform and show the benefits
of using vector backscatter communication in comparison to
using the standard binary phase-shift keying (BPSK). For the
investigated 128-bit tag-to-reader message based on the EPC
Class 1 Generation 2 communication protocol, the sequence
length was shortened by a factor of 1.91.

Index Terms—backscatter communication, radio frequency
identification (RFID), wireless sensor networks (WSN)

I. INTRODUCTION

PAssive, computational, ultra high frequency (UHF) radio
frequency identification (RFID) represents a subarea of

the initially pure automated identification technology RFID.
A typical UHF RFID system consists of a minimum of
one reader (interrogator) and at least one tag (transponder)
communicating in the industrial, scientific and medical (ISM)
UHF band [1]. A passive tag is powered solely by the incident
electromagnetic waves emitted by the reader. The tag-to-
reader communication is achieved by backscattering a distinct
part of this incident radio frequency (RF) field based on the
antenna scattering theorem [2]. By changing the impedance
seen at the antenna/connector port, the reflection coefficient is
changed, and thus, the magnitude and phase of the backscat-
tered electromagnetic wave can be controlled [3]. The EPC
Class 1 Generation 2 (EPC-C1G2) standard [4] considers
two different types of modulation schemes: binary phase-shift
keying (binary PSK) and binary amplitude-shift keying (binary
ASK) for the tag-to-reader (uplink) communication. Given
the increased complexity of UHF RFID systems incorporating
sensing and computational capabilities, the amount of data to
be backscattered has been altered. Thus, there is an growing
interest in increasing the data rate of such platforms. Vector
backscatter modulation presents a promising opportunity to
achieve this task [5].
This article presents the design and implementation of a pas-
sive, computational UHF RFID research platform using vector
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project IoTrain (RTI2018-095499-B-C33).
F. Muralter, L. Arjona, H. Landaluce and A. Perallos are with DeustoTech
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backscatter modulation. The proposed RFID system consists
of a Software Defined Radio (SDR) reader implemented on an
Ettus Research USRP N210 and an RFID tag incorporating a
vector backscatter modulator based on a dual-gate N-channel
MOSFET.

II. RELATED WORK

With RFID being enabler to the Internet of Things (IoT) [6],
sensor and computational RFID have gained further impor-
tance. Thus, the uplink backscatter communication has in re-
cent years seen the addition of vector backscatter modulation.
In [7] a theoretical study of higher order coded backscatter
modulation was performed, concluding that the gained spectral
efficiency of moving from 2-QAM (Quadrature Amplitude
Modulation) to 4-QAM also comes with an increased power
loss. Thomas et al. in [5] proposed a quadrature backscatter
modulator, later extended to 16-QAM [5], thus, further investi-
gating the relevance of vector backscatter modulation in UHF
RFID. Simulation and measurements of the modulator are pre-
sented for a semi-passive implementation only. Additionally,
several quadrature backscatter modulators have been proposed
in combination with the NeuroDisc brain-computer interface
[8], [9], [10].
However, to the best of our knowledge, all proposed ar-
chitectures have only been used in semi-passive systems.
Furthermore, neither have they been implemented to respond
to an interrogator message, nor have they been using a
communication protocol.

Fig. 1. Passive, computational UHF RFID tag using vector backscatter
communication.
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Fig. 2. Visualization of the architecture of the proposed RFID system.

III. DESIGN AND IMPLEMENTATION

The following section gives a detailed description of both
the design and implementation of the proposed tag using
vector backscatter modulation and the corresponding SDR
reader.

A. Passive, computational RFID tag with a vector backscatter
modulator

The proposed transponder, shown in Fig. 1, consists of
the modules presented in Fig. 2 (Tag), and, is based on the
designs proposed in [11], [12]. Given this tag architecture,
the communication logic is performed by the incorporated
MSP430FR5969 microcontroller unit (MCU), which allows
to easily adapt the protocol layer by reprogramming the
MCU. The incoming interrogator message is demodulated,
decoded and processed according to the EPC-C1G2 protocol.
Subsequently, a corresponding response message is output at
the TX ports of the tag. Considering a 2-bit modulation type,
the logic TX signals are output at 2 separate general purpose
input output (GPIO) pins, TX1 and TX2. The backscatter
communication, according to the EPC-C1G2 can be encoded
in either FM0 or Miller encoding, where for the proposed
design, FM0 encoding was chosen. Each FM0 message sent
by the tag is prepended by the 6-bit EPC-C1G2 compliant
FM0 preamble. This standard preamble is sent via the TX1 pin,
whereas the TX2 pin is pulled high after the 9th half-bit of the

TX1

TX2

1 0 1 0 v 1

Fig. 3. Usage of the EPC-C1G2 preamble with two TX channels.

RF path

TX1

TX2

RF path

S1

S2

Fig. 4. Schematic and equivalent circuit of the proposed dual-gate MOSFET
modulator.

TX1 TX2 S1 S2 Behavior
0 0 open open open circuit
0 1 open closed open circuit
1 0 closed open open ended stub
1 1 closed closed shorted stub

TABLE I
LOGIC TABLE OF THE PROPOSED DUAL-GATE MOSFET MODULATOR.

preamble, to allow the reader to estimate the channel for the
additional load modulation states (see Fig. 3). Hence, during
this custom preamble, all load modulation states are present
for at lest 2 half-bits. The two TX pins are directly connected
to the gates of a dual-gate N-channel MOSFET (TOSHIBA
3SK293) which is used as the backscatter modulator. Its drain-
source path is connected from the RF input to ground. Thus,
a change in the gate voltage will result in a change of the
conductance in the drain-source path, which further results
in a change of the reflection coefficient. Table I explains the
relationship between the logic signals at the gates and the
corresponding RF behavior at the antenna port.

The resulting constellation, measured on the USRP when
connecting the tag directly (without antenna) to the SMA
port of the USRP with an output power of POUT “ 0 dBm
is shown in Fig. 5. It can be seen that the ”00” and ”01”
states refer to a similar reflection coefficient, as in both cases,
the channel controlled by gate 1 is not conducting, thus,
representing a open circuit. A larger mismatch is present for
the ”10” state. Here, the first PNP junctions resistance is
lowered, showing the behaviour of a open ended stub. When
both gates are pulled high, the dual-gate MOSFET represents
a short circuit to ground, obtaining a maximum mismatch.
The explained behavior results in only 3 achievable impedance
states. However, based on the possible signal transitions in
FM0 coded 2-bit sequences as shown in Fig. 6 and considering
the proposed demodulator implementation on the reader side,
all four signal states can be detected. Furthermore, considering
that ”00” represents the absorbing state, ”01” also refers to
a matched impedance state, thus, the resulting constellation
significantly decreases the power loss during backscatter com-
munication, omitting one of the key drawbacks of vector
backscatter modulation presented in [7].
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B. SDR UHF RFID reader

The corresponding SDR UHF Reader design is implemented
on an Ettus Research USRP N210 and represents an alteration
and improvement of the implementations presented in [13]
and [14]. The used SDR framework is GNU Radio, where
the out-of-tree modules were programmed in C++ and the
modules connected using Python. To add the possibility of
operating with a single antenna or connecting the RFID tag
directly to a subminiature A (SMA) port, a directional coupler
(Mini-Circuits ZFDC-15-10-S+) was added to the setup as
shown in Fig. 2. However, the main modification compared
to the SDR reader design previously presented in [13] is the
implementation of the quaternary FM0 demodulator.
Before demodulating the signal based on its constellation, the
incoming signal is preprocessed as follows. These steps are
visualized in Fig. 5.

‚ DC offset removal during the time where the reader is
waiting for a tag response (absorbing state).

‚ Channel estimation for the different load modulation
states, given the custom FM0 preamble.

‚ Rotation of the constellation to map the 00 and 11 states
onto the real axis.

The 16 possible signal transitions between FM0 symbols are
shown in Fig. 6. These, only yield 4 different pulse shapes at
the bit transition (T1 - T4). At the end of a symbol, only
transitions between ”00” Ø ”11” or ”01” Ø ”10” and vice
versa exist. The resulting waveforms corresponding to the four
mentioned transitions are:

TX1 TX2 prev1 prev2 Transition
Data1 Data1 0 0 T1

1 1 T2
1 0 T3
0 1 T4

Data1 Data0 0 0 T1
1 0 T2
1 1 T3
0 1 T4

Data0 Data1 1 0 T1
0 1 T2
0 0 T3
1 1 T4

Data0 Data0 1 1 T1
0 0 T2
0 1 T3
1 0 T4

TABLE II
LOGIC TABLE OF THE PROPOSED SDR DEMODULATOR FOR DECODING

THE QUATERNARY FM0 SIGNAL

T1,k “
#
11, ´L

2 ă k ď 0

00, 0 ď k ă L
2

, T2,k “
#
00, ´L

2 ă k ď 0

11, 0 ď k ă L
2

,

T3,k “
#
01, ´L

2 ă k ď 0

10, 0 ď k ă L
2

, T4,k “
#
10, ´L

2 ă k ď 0

01, 0 ď k ă L
2

,

(1)

with Ti,k representing the pulse shape, L the symbol duration
and k the time samples. The signal states (11, 00, 01, 10) refer
to the states of the two separate TX channels. Considering
the signal states as indicated in Fig. 5, transitions T1 and
T2 refer to a large change of the real part, and T3 and
T4 correspond to a large change of the imaginary part. The
data symbols are then decoded using the logic presented in
Table II. The stored variables prev1 and prev2 represent the
states of TX1 and TX2 during the half-bit before the previous
bit transition, respectively. For example, for the transition
highlighted with a black rectangle in Fig. 6 the previous bit
states are prev1 “ prev2 “ 0, and the signal transition
identified due to a negative step in the real part is T1. Thus,
the decoded message, according to the corresponding logic
combination in Table II refers to a Data1 sent on both TX
channels.

IV. RESULTS

To investigate the digital communication performed by the
microcontroller, the proposed platform allows to access the
RX and the two TX pins of the tag. Furthermore, the SDR
reader provides the possibility to export the incoming and
outgoing IQ signal data for offline processing. The following
section presents an investigation of a typical tag identification
procedure using the presented RFID system. This so called in-
ventory round consists of the following commands alternating
between reader and tag: Query - RN16 - ACK - EPC.
Fig. 7 shows a visualization of both the TX and RX signals
at the tag acquired using the digital inputs of an oscilloscope.
Furthermore, the real and imaginary parts of the RX signal
received, digitalized preprocessed on the USRP are visualized.
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It can be seen that the SDR’s RX signal represents a super-
position of both the reader commands and the backscattered
tag response. The preamble transmitted on the 2 different
TX channels further yields the 4-state preamble visible in the
reader’s RX signal. TX1’s first signal transition represents the
start of the preamble, where as the first signal transition of TX2
appears between the seventh and eigth half bit of the preamble
as shown in Fig. 3. A comparison of the Query commands on
the reader and the tag proves the correct demodulation of the
message on the tag.
The same platform’s microcontroller can be reprogrammed,
such that an EPC-C1G2 compliant communication using
binary modulation is achieved. In this case, the message
transmitted by the tag is output on both TX channels to
allow for a better modulation depth. Fig. 8 shows the tag
response to an EPC-C1G2 ACK command for both binary and
quaternary backscattering. During the backscattered response,
the 3 possible signal states are clearly visible. Furthermore,
Fig. 8 allows a direct comparison of the backscatter response
length for equivalent messages. Considering a 128-bit response
after the custom preamble, the quaternary backscatter solution
yields a tag response shortened by a factor of 1.91.
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RX-SDR

TX1-Tag

TX2-Tag

RX-Tag
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Query
RN16
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RN16

Query

Fig. 7. RX/TX signaling for a Query command with RN16 response.
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Number of samples

This work
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ACK
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ACK EPC

Fig. 8. Comparison of standard BPSK response and the response of the
proposed tag, considering an ACK command and the corresponding tag
response.

V. CONCLUSION

In this work, we have presented the design and implemen-
tation of a passive computational UHF RFID platform using
vector backscatter communication. Both the design of the tag
and the implementation of the compatible SDR reader have
been explained in detail, and their performance has been inves-
tigated. The firmware based implementation of the EPC-C1G2
communication protocol provides easy adaptability, where the
dual channel modulator further allows the usage of the plat-
form with both binary and quaternary backscatter modulation.
Experimental results using the EPC-C1G2 communication
protocol prove the applicability and further yield a comparison
to the typically used BPSK backscatter modulation. For the
investigated 128-bit tag-to-reader message, a shortening of the
response length by a factor of 1.91 has been achieved.

REFERENCES

[1] K. Finkenzeller, RFID handbook: fundamentals and applications in
contactless smart cards, radio frequency identification and near-field
communication. John wiley & sons, 2010.

[2] R. C. Hansen, “Relationships between antennas as scatterers and as
radiators,” Proceedings of the IEEE, vol. 77, no. 5, pp. 659–662, 1989.

[3] F. Fuschini, C. Piersanti, F. Paolazzi, and G. Falciasecca, “Analytical ap-
proach to the backscattering from uhf rfid transponder,” IEEE Antennas
and Wireless Propagation Letters, vol. 7, pp. 33–35, 2008.

[4] “EPCTM Radio-Frequency Identity Protocols Generation-2 UHF RFID
Standard.”



IEEE SENSORS JOURNAL, VOL. .., NO. -.., APRIL 2021 5

[5] S. J. Thomas, E. Wheeler, J. Teizer, and M. S. Reynolds, “Quadrature
amplitude modulated backscatter in passive and semipassive uhf rfid
systems,” IEEE Transactions on Microwave Theory and Techniques,
vol. 60, no. 4, pp. 1175–1182, 2012.

[6] X. Jia, Q. Feng, T. Fan, and Q. Lei, “RFID technology and its
applications in Internet of Things (IoT),” in 2012 2nd International
Conference on Consumer Electronics, Communications and Networks
(CECNet), 2012, pp. 1282–1285.

[7] C. Boyer and S. Roy, “Coded qam backscatter modulation for rfid,”
IEEE Transactions on Communications, vol. 60, no. 7, pp. 1925–1934,
2012.

[8] J. Rosenthal, E. Kampianakis, A. Sharma, and M. S. Reynolds, “A 6.25
mbps, 12.4 pj/bit dqpsk backscatter wireless uplink for the neurodisc
brain-computer interface,” in 2018 IEEE Biomedical Circuits and Sys-
tems Conference (BioCAS). IEEE, 2018, pp. 1–4.

[9] J. Rosenthal, A. Pike, and M. S. Reynolds, “A 1 mbps 158 pj/bit
bluetooth low energy (ble) compatible backscatter communication uplink
for wireless neural recording in an animal cage environment,” in 2019
IEEE International Conference on RFID (RFID). IEEE, 2019, pp. 1–6.

[10] J. Rosenthal and M. S. Reynolds, “A dual-band shared-hardware 900
mhz 6.25 mbps dqpsk and 2.4 ghz 1.0 mbps bluetooth low energy (ble)
backscatter uplink for wireless brain-computer interfaces,” in 2020 IEEE
International Conference on RFID (RFID). IEEE, 2020, pp. 1–6.

[11] A. P. Sample, D. J. Yeager, P. S. Powledge, A. V. Mamishev, and
J. R. Smith, “Design of an rfid-based battery-free programmable sensing
platform,” IEEE transactions on instrumentation and measurement,
vol. 57, no. 11, pp. 2608–2615, 2008.

[12] D. Fabbri, E. Berthet-Bondet, D. Masotti, A. Costanzo, D. Dardari, and
A. Romani, “Long range battery-less uhf-rfid platform for sensor appli-
cations,” in 2019 IEEE International Conference on RFID Technology
and Applications (RFID-TA). IEEE, 2019, pp. 80–85.

[13] N. Kargas, F. Mavromatis, and A. Bletsas, “Fully-coherent reader with
commodity sdr for gen2 fm0 and computational rfid,” IEEE Wireless
Communications Letters, vol. 4, no. 6, pp. 617–620, 2015.

[14] M. Buettner and D. Wetherall, “A software radio-based uhf rfid reader
for phy/mac experimentation,” in 2011 IEEE International Conference
on RFID. IEEE, 2011, pp. 134–141.

[15] D. J. Yeager, A. P. Sample, J. R. Smith, and J. R. Smith, “Wisp: A
passively powered uhf rfid tag with sensing and computation,” RFID
handbook: Applications, technology, security, and privacy, pp. 261–278,
2008.

[16] R. Correia and N. B. Carvalho, “Design of high order modulation
backscatter wireless sensor for passive iot solutions,” in 2016 IEEE
Wireless Power Transfer Conference (WPTC). IEEE, 2016, pp. 1–3.

[17] R. Correia, A. Boaventura, and N. B. Carvalho, “Quadrature amplitude
backscatter modulator for passive wireless sensors in iot applications,”
IEEE Transactions on Microwave Theory and Techniques, vol. 65, no. 4,
pp. 1103–1110, 2017.

[18] F. Muralter, L. Arjona, H. Landaluce, and A. Perallos, “A modular,
passive, computational uhf rfid research platform,” IEEE Transactions
on Microwave Theory and Techniques, vol. 65, no. 4, pp. 1103–1110,
2017.

[19] F. Muralter, H. Landaluce, R. Del-Rio-Ruiz, and A. Perallos, “Selecting
impedance states in a passive computational rfid tag backscattering in
psk,” IEEE Microwave and Wireless Components Letters, vol. 29, no. 10,
pp. 680–682, 2019.

[20] S. J. Thomas and M. S. Reynolds, “A 96 mbit/sec, 15.5 pj/bit 16-
qam modulator for uhf backscatter communication,” in 2012 IEEE
International Conference on RFID (RFID). IEEE, 2012, pp. 185–190.



3.7 A passive computational UHF RFID platform using vector
backscatter modulation

Copyright

Publication I

© 2019 IEEE. Reprinted, with permission, from F. Muralter, L. Arjona, H.

Landaluce and A. Perallos, “A theoretical and experimental study of passive

computational RFID tags,” in 2019 4th International Conference on Smart

and Sustainable Technologies (SpliTech), pp. 1-5, 2019.

Publication II

© 2020 Wiley. Reprinted, with permission, from F. Muralter, L. Arjona, H.

Landaluce and A. Perallos, “A theoretical and experimental study of passive

computational RFID tags,” Transactions on Emerging Telecommunications

Technologies, vol. 31, no. 12, 2020.

Publication IV

© 2020 IEEE. Reprinted, with permission, from F. Muralter, M. Hani, H.

Landaluce, A. Perallos and E. Biebl, “Harmonic voltage reflection analysis

of uhf rfid chips,” IEEE Transactions on Instrumentation and Measurement,

vol. 70, pp. 1–7, 2020.

Publication V

© 2019 IEEE. Reprinted, with permission, from F. Muralter, R. Del-Rio-Ruiz,

H. Landaluce and A. Perallos, “Selecting impedance states in a passive com-

putational RFID tag backscattering in PSK,” IEEE Microwave and Wireless

Components Letters, vol. 29, no. 10, pp. 680–682, 2019.

Publication VI

© 2021 IEEE. Reprinted, with permission, from F. Muralter, L. Arjona, H.

Landaluce and A. Perallos, “A Fully Customizable RFID Research Platform

with Exchangeable Modules,” IEEE Sensors Journal, 2021.

91





CHAPTER 4 Conclusions and

Future Work

This chapter summarizes the conclusions drawn as part of the original

scientific work presented in Chapter 3. Furthermore, identified gaps and op-

portunities that possibly yield further improvements and advances in the area

of computational UHF RFID are discussed.
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4.1 Conclusions

The scientific work presented as part of this Ph.D. thesis discusses the steps

taken to design and implement a passive computational UHF RFID platform

using vector backscattering.

4.1.1 State of the Art

To obtain a thorough understanding of the State of the Art in passive com-

putational UHF RFID, several commercial and research platforms have been

investigated to identify the gaps and needs to further improve this technology.

Only very few existing designs allow for the alteration of the protocol layer,

which considering the development of an adapted backscatter modulation ap-

proach is a must. Furthermore, the available methodologies for measuring

the input impedance of a UHF RFID chip are limited due to the nonlinear

character of passive RFID chips and the fact that the typically used dipole

antennas are balanced devices.

4.1.2 UHF RFID impedance measurement

The impedance measurement of UHF RFID chips poses a well known problem,

mainly, due to the rectifying and energy harvesting circuitry. The rectifying

Schottky diodes are low Q factor devices and their input impedance, being the

main influence on the chip impedance, varies strongly as a function of input

power and frequency. Thus, measuring the input impedance of an UHF RFID

chip yields a difficult task. As a result, achieving a good impedance matching

at power levels around the power threshold also poses problems. Furthermore,

the nonlinear behavior of these devices results in a reflection of not only the

fundamental frequency, but also reflected power at harmonic frequencies.

In the incorporated scientific works, we have proposed an alternative approach

to measuring the harmonic reflected power of a UHF RFID chip using a DSO

and a novel signal processing methodology. The results have been compared

and validated to the commonly used Vector Network Analyzer (VNA) based
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method. The results of the harmonic reflection coefficients for commercially

available UHF RFID chips, have shown that, for matching an RFID chip at

the chip sensitivity, which corresponds to low power levels, the power reflected

at the harmonic frequencies can be neglected. However, for power levels above

the chip sensitivity, the response message backscattered by the tag, was de-

tectable also at the harmonic frequencies.

Another improvement presented as part of this thesis, yields an alternative

approach for measuring the chip impedance, by using a transmission line

transformer test fixture. The proposed method uses the transmission line

transformer as both, a balanced-to-unbalanced converter (BALUN) and a pre-

matching network to compensate the high reactance of the RFID chip’s energy

harvesting section. Compared to the typically used single-ended method, the

impedances measured with the proposed approach have achieved better results

when used to design matching networks using a Smith chart approach.

4.1.3 Modular UHF RFID research platform

To the best of our knowledge, none of the existing passive, computational

UHF RFID platforms provide the possibility to access certain modules of

the chip architecture without redesigning the whole tag. We have proposed

a platform, which allows to access all modules (Rectifier, Energy Harvester,

Demodulator, Modulator and MCU) separately. Each of the modules can be

substituted or adapted, without altering the rest of the architecture, thus,

yielding a more flexible platform for developing new RFID solutions. The

proposed platform was then used to develop a UHF RFID tag using vector

backscatter modulation. The 2-bit backscatter modulator was implemented

using a dual gate MOSFET. To decode the 3-state FM0 modulated signal,

a new approach based on a shifted examination of the transmitted waveform

was used. The complete platform consisting of both, the vector backscattering

RFID tag and the SDR reader was merged using a slightly modified EPC-

C1G2 communication protocol.
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4.2 Future Work

The work presented as part of this thesis has fruited in the development of

a passive, computational UHF RFID platform using vector backscatter mod-

ulation. This new addition to the backscattering of passive UHF RFID tags

results in a set of new possibilities to further improve the capabilites of RFID

systems. This section presents some ideas, concepts and plans for future

progress in the area of passive, computational UHF RFID.

Due to the achieved shorter backscatter response time, the duration of tag

operation is shortened, which could result in a lower power consumption.

However, the need of additionally feeding power to the second gate of the

MOSFET, thus, driving two General Purpose Input Output (GPIO) pins in-

creases the power consumption. A future plan is to investigate the effect of

multi-state modulators and their corresponding communication routines, on

the overall power consumption during backscatter communication.

Given the developed passive, computational UHF RFID platform using vector

backscatter modulation the usage of the four backscattered states, considering

novel approaches in the protocol layer can yield a significantly better commu-

nication performance. One such proposal could be using two states according

to the EPC-C1G2 and the other two for simultaneous data transmission. This

step would need further adaptions to the protocol layer, as the reader would

have to understand, whether or not, a data message is submitted.

The easy and cheap deployment of a dual-gate MOSFET as a quaternary load

modulator can possibly be expanded to higher order modulation types. How-

ever, the desired constellations would have to be adapted for better reflection

coefficient separation.

As RF energy harvester’s efficiencies are increasing rapidly and novel low

power sensors are being developed on a daily basis, this addition to backscat-

ter communication might help RFID sensing gain more attention in the IoT,

which in return would further increase the research focus and yield faster

progress.
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